Technical FAQ’s

Here is a list of common backup problems that can be resolved or investigated.
Please note some errors are windows related not software related so please check
your OS for this. For further assistance on any errors please email —
support@backupeverything.co.uk
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1. Missed Backups

If your backup has completed with errors, missed, or just failed to run at all, then
checking the debug log on the machine could provide some answers as to what is
the cause of the issues. To find this file, you will first need to locate the .obm
(PRO) or .acb (LITE) folder on the machine. Before this however please check the
machine is on at the time of the scheduled backups and not shutdown or asleep,
this could be another reason for missed backups.

First, here is how you find the .obm/.acb folder:

. Open up Windows Explorer, and click into the C drive.
Next, click into the users folder
Now you will need to know which user profile the software was installed with.

Once inside the user profile, you will see the .acb or .obm folders
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You will now need to get to the location of the debug log. Once inside the
relevant folder,

6. you will see a folder called log. Open this, and then click a sub-folder called
‘Scheduler’

7. The debug log file will be inside of this folder. You can then open it and find
what the error could be.



2. Index Error

Sometimes there could be an index error with the backups, to resolve carry out the
following steps below however please ensure the software is closed first before
doing.

1. Browse to Program Files

2. Click on the Program Folder where it says XXX Cloud Backup

3. Right click on cb.opt & select edit

4. Please add true at the end of
‘com.ahsay.cloudbacko.core.bset.file.RemoteBDB.forceRebuild="

#f Force to rebuild file database (BDB) on server
com_ahsay.cloudbacko.core.bset file. RemoteBDB. forceRebuild=

5. Save & close
6. Then run a manual backup

7. Please remember to remove the “true” within cb.opt after the rebuild has
finished

8. Save & close

9. Then restart the XXX Cloud Backup service again



3. VSS Errors

In any reports if you see VSS errors then these are client side (OS problem), you
will need to resolve these before an Exchange backup will work.

From cmd, type vssadmin list writers and it will show the failed writer. Once you fix
this, the backups will work.

The backup client uses the MS VSS writers to backup. Same would happen if you
try and use Microsoft backup to backup the Exchange, it would fail. A reboot may
resolve this, but if the problem comes back, you will need to investigate further.

Please note if the open files are on a network location then there is no fix for this
as VSS does not work on files on a network path.

4. Access Denied / File Doesn’t Exist

Some files that are set for backup may not give permissions for the software to
back it up, please ensure that this is enabled for the backups to run.

Similarly, if a file has changed location and you see “file doesn’t exist”, this means
the file has been moved and the software

is still trying to read it from the source, you can either delete this path from the
backup set if it is not needed for backup anymore or modify the path.



5. How to find running/stopped files in the event
of a crash.

If the backup client freezes or crashes, and you are unable to close it, then you
may need to delete the running/stopped files created by the backup.

You will need to go to the user folder that the client was installed on. In the picture
below, we are using the Admin logon. Once there, you will need to open either the
.obm folder or the .acb folder. This all depends on whether you have the PRO
(.OBM) or LITE (.ACB) client installed. Once inside this folder, open the ipc folder,
then BackupSet folder. In here will be all backup sets currently created. They will
not be named, so you will need to find the correct folder. In here will be either the
running or stopped files, depending on whether the backup is running or has been
forced to stop.

An example of this is below:

(| < | 1532690592852 = a X
Home Share View o
Ij [T Preview pane (@] Extra large icons [&] Large icons {<ls] Medium-sized icons I 1] Group by ~ [ item check boxes

FEE small icons BB List {‘,EE Details | =% 7] Add columns ~ [V File name extensions
Navigation @ m= T ort Hide selected  Options
pane v [T Details pane [si= Tiles {= Content by~ {71 Size all columns to fit  [] Hidden items ‘;_;:,: -
Panes Layout Current view Show/hide
— v > ThisPC > LocalDisk (C:) » Users > Admin > .obm > ipc > BackupSet > 1532690592852 v O Search 1532690592852 pe
Name Date modified Type Size
s Quick access -
| running 27/07/2018 12:34 File 1KB
3 This PC
=¥ Network

4 Homegroup

1item E} =



6. How to delete unwanted and backed up files
First you need to modify the backup set so it doesn’t backup the file/folder again.

1. Login to the backup client
2. Click On Backup Sets
3. Select the backup set you wish to modify

4. Click Source, then either modify the selected tick boxes for Desktop,
Documents Favourites etc, or click on “I would like to choose the files to
backup”

5. Here you can modify your backup selection. Simply navigate to the files /
folders

6. you wish to select or deselect, then once finished, click OK

7. Then click Save.
All done, you have now modified your backup selection. Then to remove the data:

1. Log into the backup client
2. Click on utilities
3. Select Delete Backup Data

4. Now select the backup set you want to delete files from, the destination and
select Choose from ALL files

5. Navigate to the files / folders you want to remove from your backup location
and when ready click delete. NOTE:-This will immediately delete files from
our cloud.

6. Once deleted, you will see a message stating files deleted successfully.
Click close to take you back to the home screen



7. Failed to flush buffer error

Open file explorer and navigate to the following location —
C:\ProgramFiles\XXXBusinessCloudBackup

This location will have a afc.opt file, open this in notepad and add the following to
the end of the document:

com.ahsay.afc.bfs.cloud.ChunkedOutputStream.retry=20
com.ahsay.afc.io.ReadAheadInputStream.timeout=300
com.ahsay.afc.bfs.cloud.ChunkedOutputStream.upperSleepLimit=5

Ensure you then save this document. Once saved please login to the client and run
the backup again.

8. Backup reminder when shutting down PC
To enable or disable this, please follow the below instructions.

1. Login to your backup client
2. Click on backup sets

3. Select the backup set to make changes to (you may have more than one).
Click on “Show advanced settings”

4. Now click on Reminder

5. Slide the ruler on or off to enable or disable this option. Click save.

9. Portal Download Link Issue

Once you have created an account and if there are any issues with the porta;
download links, then please contact us so we can provide the direct backend link.



10. Javax.crypto.BadPaddingException

If when opening the backup client you receive the below message, try deleting the
config folder called.obm for the PRO Client or .acb for the LITE Client.

x javax_crypto.BadPaddingException: pad block corrupted

The folder can be found in c:\users\userprofile\

The folder contains user information and the encrypted encryption key. After
deleting the folder, when you reopen the backup client, you will be prompted for
your username and password then once

logged in, you may also be prompted for your encryption key(s).



11. How to End the bJW.exe Process (Windows) /
Restart Backup Scheduler Service (Mac)

Windows

If a backup is stuck running, or even the backup client itself has crashed, you may
need to end the executable that will be running in the background so that you can
stop both running. This executable is called bJW.exe. By ending this, it will stop the
backup/force the client closed, which in turn will allow you to reopen the software
and perform the original task. Here is how to perform this fix:

1. Either right-click the taskbar and press Task Manager, or press Ctrl+Alt+Del
and open Task Manager from here.

2. Find the running bJW.exe process, highlight it, and press end task. Below is
an idea of what it should look like.

& Task Manager — O
File Options View
Processes Performance App history Start-up Users Details Services

A

Name PID Status Username CPU Memory (p... Description A
[¥5 AppleMobileDeviceS... 3932 Running SYSTEM 00 1,740K MobileDeviceService
Clarmsvc.exe 2144 Running SYSTEM 00 1,128K Adobe Acrobat Update ...
[#5 audiodg.exe 4908 Running LOCAL SE... 00 4,208K Windows Audio Device ...
[#5 backgroundTaskHos... 3216 Suspended Admin 00 10,364 K  Background Task Host
| % bJW.exe 10024  Running Admin 00 169,728 K  Java(TM) Platform SE bi... I

E cbpsX64.exe 8756 Running SYSTEM 00 63,916 K cbpsX64.exe

v ccSvcHst.exe 4176 Running SYSTEM 00 56,620 K  Symantec Service Frame...

v ccSvcHst.exe 1244 Running Admin 00 1,068 K Symantec Service Frame...
[ csrss.exe 852 Running SYSTEM 00 944K Client Server Runtime Pr...
[ csrss.exe 13732 Running SYSTEM 00 1,668 K Client Server Runtime Pr...
[ ctfmon.exe 11556  Running Admin 00 2,676K CTF Loader
[#5] dasHost.exe 4580 Running LOCAL SE... 00 4,468K Device Association Fra...

[®] dllhost.exe 9180 Running SYSTEM 00 1,268 K COM Surrogate
[ dllhost.exe 6840 Running Admin 00 1,724K COM Surrogate
[#] dllhost.exe 7552 Running Admin 00 2,268 K COM Surrogate
dwm.exe 3232 Running DWM-12 00 74,836 K Desktop Window Mana...

1 explorer.exe 8916 Running Admin 00 53,608 K Windows Explorer
[¥]fontdrvhost.exe 1156 Running UMFD-0 00 424K Usermode Font Driver H...
[#]fontdrvhost.exe 7448 Running UMFD-12 00 8,196 K Usermode Font Driver H...
[#igfxCUIService.exe 2088 Running SYSTEM 00 1,528 K igfxCUIService Module
[5]igfxEM.exe 5004 Running Admin 00 2,816 K igfxEM Module
[#5igfxHK.exe 13712 Running Admin 00 1,972K igfxHK Module
EinfTrav eve 12604 Runninn Admin o0 24R8K _infxTrav eve. Y

~) Fewer details



Once it has ended, you should then be able to reopen the client without issue and
perform any tasks needed.

Mac — Restart Backup Scheduler Service

If you start receiving missed backups for a backup set that should run on a MAC
and are unable to restart the MAC, please follow these instructions below.

e Open terminal (Applications — Utilities — Terminal)

Make sure you are running as root user. To run as root user type su — then enter —
then put the password for the root user (no * will come up when you type the
password)

Now as root user you need to get to the bin directory of the XXXX (Backup
Everything) Program.

Type Is to find which directory you are in, then cd .. to change directory till you see
Applications. Then type cd Applications (reminder that everything in terminal is
case sensitive).

Type cd “XXXX Online Backup Manager” (no spaces are allowed so use quote
marks) Please also note that on some earlier

installs the folder maybe slightly different. Use “Is” to list folders to find the correct
folder name

Type cd bin
Then once in the bin directory type sudo ./Scheduler.sh
If this command is correct you won’t get an error.

Your backups will now run at the scheduled time — Please make sure that the
machine is on and doesn’t enter any sleep mode around the time of a backup.



12. Invalid volume G:\ (Shadow Copy creation is
assumed)
If you get this warning within your backup set: “Invalid volume G:\ (Shadow Copy

creation is assumed)” (could be a di"erent drive letter) please follow these steps to
fix.

First make sure you are on our most current client so post 7.15.4.41

Go to this location C":\Program Files\XXXX*\cb.opt and open the file in notepad.
(“could be a di"erent drive letter)

XXX would be your branded name of the client or BackupEverythingPRO, but look
for the cb.opt file

cb.opt - Notepad - o x

File Edit Format View Help

# Print out default values of new backup set to a XML file A
# Location: [WORKING_DIR]\DefaultBkupsetProfile.xml
com.ahsay.obc.core.action.GetUserPolicyCmd.debug=

# Print out debug messages for restore/decrypt
# Location: [WORKING_DIR]\DownloadFileSetTree.log
com. ahsay. cloudbacko.core.rset. file.DownloadFileSetTree. debug=

# Print out the decrypt list from OBS to restore to a XML file
# Location: [RESTORE_DESTINATION]\DownloadFileSetTree_[RESTORE_JOB_ID].xml
com.ahsay.cloudbacko.core.rset.file.DownloadFileSetTree.SaveXML=

# Print out backup related information, e.g.:

# - the processing file paths,

# - recursion level,

# - add to New/Delete File paths,

# - debug messages when checking Move Files and generating deltas
com. ahsay. cloudbacko. core.bset . hotUpload. debug=

# Print out the listing root path and child path during backup
com.ahsay.cloudbacko.core.bset.hotUpload.MiniUtil_Backup.debug=

# Set the temporary directory for restore without modifying BackupSet's Settings
com.ahsay.cloudbacko.core.profile.RestoreSet.DEBUG_ENFORCE_TEMPDIR=

# Set max. retry to 1 min. for sending request to server, default is 6 hrs.
com.ahsay.obc.core.rpc.SendRequestHandler. debug=

# Print out restoring paths during restore
com. ahsay.cloudbacko.core.rset.file.debug=

# Print out debug messages when restoring symbolic links
com.ahsay.cloudbacko.core.rset.file.RestoreSymlinkOnFilesystemTask.debug=

# Force to rebuild file database (BDB) on server
com.ahsay.cloudbacko.core.bset.file.RemoteBDB. forceRebuild=

# Save the file list downloaded from server to a XML file,

# only available when rebuilding corrupted file database (BDB)

# Location: [BACKUP_SET_TEMP_DIR]\BackupSet\[BACKUP_SET_ID]\RemoteBDB_[BACKUP_JOB_ID].xml
com.ahsay.cloudbacko.core.bset.file.RemoteBDB.SaveXML=

# Set option to YES for confirm consoles
com.ahsay.cloudbacko.ui.ConfirmConsole.DEBUG_ENFORCE_2_YES_TO_ALL=

# Set option to true for disabling adding all volumes to shadow copy set
com.ahsay.obx.core.backup.file.ShadowCopy.disableAddAllVolumes=

Then modify the last
line..."com.ahsay.obx.core.backup.file.ShadowCopy.disableAddAllVolum es=" &
put “true” after the equals.

Save the file and run a backup.



13. Deleting data in retention to free space

If you dont need retention data then please go to “Utilities” on the software
dashboard. You will then see delete the backed up data option. If you click on the
backup set & select all files you will see everything. The greyed out files will be in
retention.

14. Unable to backup file, size incorrect
(Expected+XXXXRetrieved=XXXXX)

If you receive the following error:

“KXXXX” size incorrect (Expected=XXXX Retrieved=XXXXX), Unable to backup
file

This is due to a VSS error within Windows. The file size has changed during the
backup process, therefore the software can’t upload the file. Check to see whether
the backup runs at the next schedule or during a manual backup if it is run before
the schedule. Checking the Windows Event logs may also offer some more insight
into this.



15. How to change the temp location

Sometimes you may need to change the temp location used for the cloud backup
service, usually because of lack of space, or not enough rights to the current
location.

To do this, please login to your backup account

1. Click on Backup Sets and select the required backup set

2. Click on Show Advanced Options

Source

Backup Schedule
Continuous Backup

Destination

| Show advanced settings |

Backup Everything Pro - ] X

~
E Desktop Temporary Directory

Temporary directory for storing backup files

General | CAUsers\HP-Spectrettemp ~ Change

310.46GB free out of total 461.77GB space in C:

Source Remove temporary files after backup
Backup Schedule ,

Follow Link
Continuous Backup Follow link of the backup files
Destination On |
In-File Delta Volume Shadow Copy

Enable Windows’ Volume Shadow Copy for open file backup

On |

Retention Policy

Command Line Tool
File Permissions

Reminder
Backup files’ permissions
Bandwidth Control off .
Others :
B
Hide advanced settings Support of opening backup data directly without restoration v



16. How to add a filter to your backup set

Adding filters will allow you to deselect certain items from your backup, first Login
to the client and select “backup sets”.

|1| m all

Backup Backup Sets Report

(2 X /

Restore Utilities

Select the backup set you want to add a filter to and navigate to “source”.

Turn “filter” to on and press “+ add new filter”. From here you will be able to name
your filter and edit the filter to do what you wish.

Filter

Apply filters to the backup source
on |

Existing filters

_|_ Add new filter



The blank filter form looks like this:

Here is a filter we have created so that .mp3 files are excluded from the backup, If

your AT R backup
< for New Backup Filter certain
filesitis name best .to
put the : location
inthe | Filter! “Apply
tf;lls For each of the matched files/folders under top directory filter to
a

& Include them
Exclude them

Exclude all unmatched files/folders

Match file/folder names by
® Simple comparison | ends with  w

Regular expression (UNIX-style)

Existing patterns to match

Apply this filter to all files/folders in
@ All hard disk drives
This folder only

Apply to

| File Folder
files/folders in” and select “this folder only” — else the software will scan all the
folders. Press “ok” and “cancel” — If you don’t want to add anything else to the filter.



New Backup Filter

Mame

.mp3 filter

For each of the matched files/folders under top directory
() Include them
(@) Exclude them

|| Include all unmatched files/folders

Match file/folder names by

@Simplecnmparisan ends with  we

{:} Regular expression (UNIX-style)

Existing patterns to match

o3

Add

Apply this filter to all files/folders in
() All hard disk drives
(®) This folder only

C\Usersirosey\Documents\Misc

Apply to
File Folder

Press “save” and exit.



17. Please run integrity check later for destination

If you see the following 3 lines of text below in your backup reports:

Please run integrity check later for destination “-1505849135223”. Error: “[d] Failed
to initialize RemoteBDB.Cloud.

Error=[BlockDBConfig.readConfig] unknown default path for creating new journal
file config: 0, caused by [RuntimeException] [BlockDBConfig.readConfig] unknown
default path for creating new journal file config: 0”

Data integrity check on backup set= “Data Backup” destination= “UK Cloud
Storage” is completed

Finished data integrity check with error on backup set “Data
Backup(1515502435075)”, “UK Cloud Storage(-1505849135223)”, crc disabled,
rebuild index disabled

then please run a manual integrity check as follows:

Goto the dashboard of the software client, then Utilities (bottom right box) and run
the data integrity check, make sure the boxes are unticked. Just click Yes if a pop
up comes saying the statistics are incorrect. This does not mean the data backed
up is incorrect, this is just aligning the backend data figure with the front-end portal.



18. Unable to open server file list
If you see the following message similar to this:

Unable to open server file list,
“C:A\Users\Administrator. GHLLP\temp\1551194097158\OBS@1551194173077\i
ndex\index.b2b” is in use by another application.

Then this is an open process error. Make sure the BJW.exe is not running within
Task Manager and if it's there, then end the task.

Once checked/ended then go to this location:
“C:\Users\Administrator. GHLLP\temp\1551194097158\OBS@1551194173077\i
ndex\

If there are any extensions which have .Ick please delete. The backup should now
run fine. Please note the above is an example of a file path, please see the exact
path from your error to get to the right directory in order to delete the .Ick
extension.

19. Setting up an existing account on a new
server or PC

Move your files to the new location on the new machine as long as they are all the
same files. Then make sure you change the source to the correct paths & then
enable the scheduler on that machine to take ownership of the backup set.

20. Protected Files

If you see the following error then it means the file your trying to back is protected
so ensure it has permissions so the backup client can back the file up.

[New File] File="CAXXXXXX”

Error="com.ahsay.afc.bfs.cloud.p:[CloudFile System.createFile] Parent directory
‘CAXXXXX does not existrn at com.ahsay.afc.bfs.cloud.z.a(Unknown Source)rn at
com.ahsay.afc.bfs.cloud.w.a(Unknown Source)



21. Changing the Server URL on the Backup
Client

First go the Program folder of the software:

Example of a location: C:\Program Files\XXXXCloudBackup Then open
“‘custom.xml” with a text editor like Notepad.

You need to change the value of this line: <GUI hide-server-url="true”
Change “true” to “false”
Save this log

(If you are unable to save the file, you will need give users full access permissions
to the file)

Now open the backup client (make sure the password is not saved or it will log
straight into the software):

Click on “Show advanced option”:
You can change the server URL here so change to

login.onlinedatastorageuk.co.uk Once done click on OK.

22. Viewing Encryption Key

Login to backup client, then go to Backup Sets and select the specific backup set.
On the left-hand side go to show advanced settings and then others. Scroll down
on the right and then unmask the key. This shows what your encryption key is.


http://login.onlinedatastorageuk.co.uk/

23. System Restore / Image

The system restore feature is a windows image backup. When you restore, you will
receive an image which can be recovered using windows recovery mode. If you
restore to a different machine using this way then you may experience driver
issues if the machine is not similar to the original. The images of the drives will be
individual if you have backed up multiple drives. If the machine is Windows 7 or
2008 then you will be able to recover this with a recovery disk which can easily be
created in the control panel or you can use a system install disk.

24. Failed to upload cached index file

Go to the dashboard of the software client, then Ultilities (bottom right box) and run
the data integrity check, make sure the Index rebuild box is ticked. Just click Yes if
a pop up comes saying the statistics are incorrect. This does not mean the data
backed up is incorrect, this is just aligning the backend data figure with the front
end portal.

25. Failed to run space freeing up of destination

Go to the dashboard of the software client, then Utilities (bottom right box) and run
the data integrity check, make sure the boxes are unticked. Just click Yes if a pop
up comes saying the statistics are incorrect. This does not mean the data backed
up is incorrect, this is just aligning the backend data figure with the front end portal.

26. Open files

Open files are backed up using VSS. If your VSS fails then this is an OS issue not
software related resulting in the open files not being backed up. Please check your
VSS to resolve this.



27. Failed to initialize remoteBDB

If the following error is shown:

[d] Failed to initialize RemoteBDB.Cloud. Error=[BlockDBConfig.readConfig]
unknown default path for creating new journal file config: 0, caused by
[RuntimeException] [BlockDBConfig.readConfig] unknown default path for creating
new journal file config: 0

Please change the temp location (point 15) and then do data integrity check (point
9) with the index rebuild box ticked.

28. Restarting the backup service (missed
backup)

If a missed backup happens even though the backup set has a schedule enabled
and the machine is not going to sleep — the first step to take is to check if the
backup service is still running. Open services and navigate to
BackupEverythingPRO Services or XXXPRO Services if you have a whitelabel
system setup. If the service is not running you will see “Start” on the left hand side,
if it shows as running select “Restart”. If the backup is still missing after this please
contact us.

29. [MS Windows System Backup] [Error]

If you see this error then it is to do with the volumes that have been selected, make
sure all the volumes are NTFS and change the temp location (point 15)

30. Cannot see Mailboxes on Exchange 2016

Please ensure the Microsoft Exchange (mail-level) box is ticked and has the
current quantity + ensure the mailbox has the required full permissions from your
exchange console.



31. The difference between the request time and
the current time is too large

If you get the above error, please check the local machine’s time and time zone.

32. Changing the Server URL

If you need to change the server URL on the backup client please first go to the
Program folder of the software - Example of a location: C:\Program
Files\BackupEverythingPRO

Then open "custom.xml" with a text editor like Notepad and this is what you will

see.
E customaxml - Notepad =

File Edit Format View Help

¢?xml version="1.8" encoding="IS0-8859-1"2><conf> «init> <backup-server protocol="https"
hostname="login.safedatastorage.co.uk” port="443" /> «/init> <GUI hide-server-url="true” hide-
select-language-list="true” hide-language-en="false" hide-language-ca="true" hide-language-
da="true" hide-language-nl="true” hide-language-de="true" hide-language-el="true” hide-language-
eu="true" hide-language-fr="true" hide-language-iw="true" hide-language-hu="true" hide-language-
ja="true" hide-language-ko="true" hide-language-lt="true" hlde-language-no="true" hide-language-
pt_PT="true” hide-language-es="true” hide-language-sv="true” hide-language-tr="true” hide-
language-zh_cn="true" hide-language-zh_tw="true" hide-language-ar="true" hide-language-bg="true"
hide-language-cs="true" hide-language-fi="true" hide-language-is="true" hide-language-it="true"
hide-language-pl="true” hide-language-pt_BR="true"” hide-language-ro="true" hide-language-ru="true"
hide-language-sl="true" hide-language-th_th="true" hide-language-uk="true" /><¢/conf>

You need to change the value of this line: <GUI hide-server-url="true"
Change "true" to "false"
Save this log

(If you are unable to save the file, you will need give users full access permissions
to the file)

Now open the backup client (make sure the password is not saved or it will log
straight into the software):



Click on "Show advanced option":

Login name

Demo

Password

B save password

Show advanced cntion

You can now change the Server URL on the next page - Once done click on "OK".

33. How to Access Reports in the Backup Client

If the client reports differ from emailed ones, you can view emailed report
summaries as follows:

1. To access past reports, log in to the backup client, and choose "Reports".



Backup Sets

(2 1

Restore Utilities

2. You can filter reports by date.

Backup Report

From To

22 w | Sept w | | 2020 W 29 & | Sept w | 2020 W Go

3. View completed, error, or warning status in the status column. Select a
report for a summary, or click "View log" for a detailed review.

Backup set w Destination vw Completion Status W



Backup set w' | Destination w Completion Status v
Backup set m File-backup-set-name-1 x
Destination =

Job 29/09/2020 09:48

Time Today 09:48 - 09:49 (GMT)

Status ~ Completed successfully

View log

New files *

Updated files *

Attributes Changed Files *
Mowved files *

Deleted files *

0
0
0
0
0

g

* Unit = No of files [Total zipped size f Total unzipped size (compression ratio)]

34. Adding a Windows Credentials

To add Windows Credentials to the Backup Service, follow these steps:

1. Open the Services manager on the target machine.
2. Locate and right-click on the service associated with your backup product.

w

Services

Description:

Continuous Backup and Scheduler
Services for SDSL Business Cloud
Backup

Q;Secondar}r Logon
Q;Secure Socket Tun
Q Security Accounts
-\S) Security Center
Q Sensor Data Servic
Q;Sensor Menitoring
-5:\')_; Sensor Service
Q;Ser\rer

Q;Shared PC Accoun
\‘;');Shell Hardware De
Q;Smart Card

£ SDSL Single User C

Start
Stop
Pause
Resume

Restart
All Tasks ¥
Refresh

Propertics 4~ |

Help

».‘;2 Smart Card Device Enumeration Service
Q;Smart Card Removal Policy

Continuous...
Continuous...
Enables star...
Provides su...
The startup ...
The WSCSV...
Delivers dat...
Meonitors va...

Running

Running

Running
Running

Running

A service foee
orts fil..  Running

Manages pr...
Provides no...
Manages ac...
Creates soft...
Allows the s...

Running

Automatic
Automatic
Manual
Manual
Automatic
Automatic (...
Manual (Trig...
Manual (Trig...
Manual (Trig...
Automatic (T...
Disabled
Automatic
Manual (Trig...
Manual (Trig...
Manual

In the service properties window that opens, go to the "Log On" tab.
Select "This Account" and use the "Browse" button to specify the correct

username.

Enter the corresponding password.
Click "Apply" and then "OK" to save your changes.

Local Syste...
Local Syste...
Local Syste...
Local Service
Local Syste...
Local Service
Local Syste...
Local Service
Local Syste...
Local Syste...
Local Syste...
Local Syste...
Local Service
Local Syste...
Local Syste...

o Services — O >
File Action View Help
e | @ Ec= HE > 80D
.. Services (Local) . Services (Local)
SDSL Business Cloud Backup MName Description Status Startup Type Log On As ()




SD5L Business Cloud Backup Services Properties (Local Computer) >

General LogOn  Recovery Dependencies

Log on as: i

() Local System accournt [
Allow service to interact with desktop |

|

(@) This account: |.f:’-"\dmin| | Bran=el |
Password: |--------------- | |
Confirm password: |--------------- | |

Cancel poply | |

7. Restart the service; you may receive a prompt to do this automatically. If not,
highlight the service and click "Restart" on the left-hand side.

(4 Services - m}
File Action View Help

e EE6E Hm >en o

., Services (Local) . Services Local)

SDSL Business Cloud Backup MName ~ Description Status Startup Type Log On As

Services Q Remote Procedure Call (RPC) The RPCSS5s.. Running  Automatic Metwork 5.,
\‘:}:Ramnte Procedure Call (RP...  In Windows... Manual MNetwork 5.

Stop the service -

Restart the service €} Remote Registry Enables rem... Manual (Trig..  Local Service

o -J:};Ratail Demo Service The Retail D... Manual Local Syste...

. \_“;_‘;Ruuting and Remote Access  Offers routi... Disabled Local Syste...

E::t:f:‘ool:‘s Backup and Scheduler ‘CLRPC Endpoint Mapper Resolves RP... Running  Automatic MNetwork 5.

Services for SDSL Business Cloud 5L Business Cloud Backu... Continuous.. Running Automatic Local Syste...

Backup ) Secondary Logon Enables star... Manual Local Syste...
»_"} Secure Socket Tunneling Pr... Providessu.. Running  Manual Local Service
-J:}; Security Accounts Manager  Thestartup .. Running  Automatic Local Syste...
».‘:} Security Center The WSCSV... Running  Automatic (..  Local Service
-J:}; Sensor Data Service Delivers dat... Manual (Trig...  Local Syste...
».‘:I&Sensor Monitoring Service Monitors va... Manual (Trig...  Local Service
-J:}; Sensor Service Aservice fo.., Manual (Trig...  Local Syste...
».‘:I&Servar Supportsfil..  Running  Automatic (T.. Local Syste...
\‘:}:Shared PC Account Manager Manages pr... Disabled Local Syste...
».‘:} Shell Hardware Detection Provides no... Running  Automatic Local Syste...
-&};Smart(ard Manages ac... Manual (Trig... Local Service
Q;Smart(ard Device Enumera... Creates soft... Manual (Trig...  Local Syste...
'k Smart Card Removal Palicy  Allows the s... Manual Local Syste...
».‘:IJESNMP Trap Receives tra... Manual Local Service
1€ Software Protection Enablesthe... Running _Automnstic (.. NetworkS..

\ Extended AStandard

You can either wait for the next scheduled backup to check if the issue is
resolved or add a temporary schedule for a quicker assessment.



35. Viewing a Debug.log files

You mainly need to check this log if a backup is missed to find the next scheduled
backup.

Open File Explorer.
Go to the C drive.

Select the user account related to the backup.

H w0 P

For Business User backups, find the .obm file; for Single User backups,
locate the .acb file.

5. Open the "Scheduler" Log file.

» ThisPC » 0O5(C:) » Users > RoseyW » .obm > log * Scheduler

» ThisPC » OS(C) » Users > RoseyW » .acb » log » Scheduler

Focus on the top debug file.
If "Date modified" isn't recent, restart the backup service.

Scroll to the file's end to view countdown information for future backups.

© ®©® N O

If today's date isn't shown, restart the backup service.
10. After service restart, the log will display the current date and time.

11. You may need to close the file and refresh File Explorer.

» ThisPC » OS(C:) » Users » RoseyW > .obm > log » Scheduler

Name Date modified Type Size
s
debug.log 26/07/2023 12:13 Text Document

debug.log.1

S debug.log.2

nts | debug.log.3
debug.log.4
| debug.log.5
k (E) debug.log.b
debug.log.7
debug.log.8 06/06/2023 12:1 3 File
debug.log.9
debug.log.10
| debug.log.11



12. The log clarifies missed backups. For example, my machine disconnected
from the backup server between 4.44 pm and 7.32 am, coinciding with it
being off as confirmed in Event Viewer. It also identifies other issues.

2023/08/09 16:44:40][info] [Test (1686137060505)] N
2023/08/09 16:44:40)[info] Profile is reloaded from :
2023/08/10 07:32:22)[info] Scheduler Version='8.7.0.!

[info] OS Name='Windows 10' Vers.
I2022/07/10 A7-22-M1ITMin€Aal Tawvua VVandan="Nnarla Cannn

@ Event Viewer (Local) System Number of events: 38,513
> [ Custom Views
v (& Windows Logs Level Date and Time Source
K] Application @Information 10/08/2023 07:31:58 Kernel-Boot
[+ Security (@ Information 10/08/2023 07:31:58 Kernel-Boot
] Setup (@) Information 10/08/2023 07:31:58 Kernel-Boot
f+] System @Informa!ion 10/08/2023 07:31:58 Kernel-General
) ] Forwarded Events (@ Information 09/08/2023 16:48:00 Kernel-General
> m Applications and Services Lo/ | (7) Information m Kernel-Power
/.1 Subscriptions (@) Information 09/08/2023 16:47:54 WLAN-AutoConfig
@Informa!ion 09/08/2023 16:47:54 Dhcp-Client
(i) Information 09/08/2023 16:47:54 DHCPv6-Client
LD "

Event 13, Kernel-General

General Details

The operating system is shutting down at system time 2023-08-09T15:48:00.600975600Z.

E Event Viewer (Local) System MNumber of events: 38,513
» [ Custom Views

v [ Windows Logs Level Date and Time Source
|:| Application ®1nfarmat‘ran 10/08/2023 07:31:58 Kernel-Boot
5] Security (@) Information 10/08/2023 07:31:58 Kernel-Boot
] Setup @lnfurmatton 10/08/2023 07:31:58 Kernel-Boot
E System Information 10/08/2023 07:31:5! Kernel-General
) 5] Forwarded Events (i) Informatien 09/08/2023 16:48:00 Kernel-General
> 4:1 Applications and Services Lo| | (7) Information 09/08/2023 16:47:59 Kernel-Power
23 Subscriptions (@) Information 09/08/2023 16:47:54 WLAN-AutoConfig
@ Information 05/08/2023 16:47:54 Dhep-Client
(i) Information 09/08/2023 16:47:54 DHCPE-Client
P .

Event 12, Kernel-General

General Details

The operating system started at system time 2023-08-10T06:31:58.500000000Z.
—————————




36. Stop an Ongoing Backup

To stop a running backup, right-click the spinning backup icon in the system tray,
select "Stop Running Backup”, and choose the set name.

Open
Backup

Backup and Logoff

Backup and Restart
Backup and Shutdown
Backup and Standby
Backup and Hibernate

Help

default-backup-set-name-1 l Stop Running Backup I >

Exit

) 1 10:30
@ 20°C Cloudy ~ E I en6e . oo . B

This action will display "Stopped by User" on your portal and in reports.

Q default-backup-set-name-1: Stopped by User detail » Q Edit
20 consecutive errors (1 of this error)
Last attempted backup: Today at 10:30 am

37. Warning, backup source is not present

If you receive a "backup source does not exist" warning, it means a selected file or
folder has been deleted, moved, or renamed without the client being updated.
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Job Status

Start - End
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Mew Files ™

Mew Directories
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Updated Files ™
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Deleted Files =
Deleted Directories
Deleted Links
Mowved Files ™
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100016 (Pro-"WT-03)
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If the location isn't needed, log in, go to the backup set, choose "source”, and pick
"I would like to choose the files to backup”. Enable "show files" to see them on the
right. Missing files appear in red.

A"\ (e ¢ s S '4818) L'v' | {

Folders Name Size
BN acd ‘:—' ' S
# 0 ) gimp-2.8 A ¥ L Documents
0 § .obm 'j b faf
&) L thumbnails ‘_‘l! FileCloud
# O L AppData "y
(s Application Data ! i My Company_Default Group WING4BIT
. l_- 7 Comacis :Y?’ . Procedure
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& [0 Ml Desktop |- 4
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# & | Documents Y 15K8
8 4 faf ¥ 16KB
O FileCloud Y 52K8
8- & nf 4 7K8
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8 W | Procedure ¥ 21KB
80 4 settings )9 desktop.ini 1KB8
0 .} My Documents M || Documents 2
3-[) 8 Downloads s Y d 10KB
# [ [t Favorites ¥ 63KB
e .4 21KB
< | A > 2 evn
V| Show files Items per page | 50

Date modified

08/05/2018 14:00
01/06/2018 13:49
01/08/201808:26 I
24/09/2018 15:14
24/09/2018 15:17
24/09/2018 15:33
24/09/2018 15:14
03/07/2018 16:16
09/07/2018 1411
14/09/2018 08:23
01/01/1970 01:00
02/08/2018 08:23
09/07/2018 14:06
310720181547 VY

AL NATALA e

v | Pagel1/2 v |

Deselect the unneeded file and save. If the file name changed, revisit "source" and
"I would like to choose the files to backup". Pick the new file name on the left.



38. How to enhance file selection in your backup

For more focused file selection in a backup set, especially for C:Drive and your
desktop:

1. Log in to your client and go to "Backup Sets". Choose the specific backup
set, then click "Source".

E TestSet

Source

Backup Schedule
Destination
Reminder

Others

2. On the "Backup Source" page, find "l would like to choose the files to
backup" at the bottom and click it.



Backup Source

Select the files and folders that you want to backup

Desktop
v| [&] My Documents

Filter

Apply filters to the backup source
off |

would like to choose the files to backup

3. Enable "Show files" at the bottom to fine-tune your file selection.

— L -

Advanced Backup Source

Folders MName Size Date modified
EIE This PC EThis PC

..D L 05(C) [_’ Metwork

--D oo DVD RW Drive (D:) 7 Libraries

I:_" Metwork
-|-| Libraries

V| Show files <" Items per page | 50 Ww | Page - w



4. Expand left side, find locations on right and deselect. For example, chose
"Users" and "Temp" in C:Drive but excluded one file from "Temp", keeping
only .png for backup.

5. After making your selections, click "OK". You'll return to the "Backup Source"
page.

Advanced Backup Source
Folders MName Size Date modified
=~ This PC |&] SD5LPC Background.png 23 KB 23/09/201916:38
- s 05 (C) [ |E Uninstalltems.log 14 KE 11M12/201917.29
; Dell
Drivers
Intel
PerflLogs

Program Files
Program Files (x86
ProgramData

ooooooo

Recovery
Temp
Users

|:| Windows
- & DVD RW Drive (D)
- g Network

[+~ g Libraries

€ >
| Show files Items per page | 50 Ww | Page 1/1 w

6. Finally, click "Save". If no further changes are required, log out.



39. Creating a Cloud Backup Set

To create a backup set:

1. Log in to the backup client, then select "Backup Sets" on the dashboard.

Backup Sets

Restore Utilities

2. If you have no backup sets, click "Add new backup set". If you already have
a backup set, select "Add".

Backup Sets

Sort by

Creation Time w#

Add new backup set

_|_

3. If you already have a backup set, choose "Add".



Backup Sets

sort by

Flle Backup
Owner: PCT1
MNewly created on Tuesday, 22 September 2020 08:30

Add -

4. Name your set, choose the backup type (note: some may have an extra
charge), and click "Next".

Create Backup Set

Mame

File-backup-set-name-1

Backup set type

E File Backup v

E File Backup ~

E Cloud File Backup A L .

Lotes, |BM Lotus Domino Backup : E MS Hyper-V Backup :

Loms, |BM Lotus Notes Backup E MySQL Backup i

ﬂ MS Exchange Server Backup : m Office 365 Backup :

E M5 Exchange Mail Level Backup u E Oracle Database Server Backup u

E MS SQL Server Backup ShadowProtect System Backup

O MS Windows System Backup VMware Backup y
S Hemmmmmmmmm e a

5. Select files for backup using the "l would like to choose the files to backup”



option. Deselect predefined locations. Click "Next".

Backup Source

Select the files and folders that you want to backup

Desktop
! I8 My Documents

Apply filters to the backup source

off I /

would like to choose the files to backup

6. Configure the backup schedule, modify the default or add a new one.
Remove the default schedule if needed. Click "Next".

Schedule

Run scheduled backup for this backup set
on |

Existing schedules
Backup Schedule
Daily (Everyday at 22:00)

Add \

7. Edit the New Backup Schedule window as desired. Click "OK" and then
"Next" to proceed.



New Backup Schedule

Mame

Daily-1

Type
Daily W

Start backup at

09 w2/ 00 W

Stop

until full backup completed w

|:| Run Retention Policy after backup

8. Leave the Destination settings as is and click "Next".

Destination

Backup mode

e d

Existing storage destinations

N

9. Keep "OpenDirect" off and click "Next".



OpenDirect

OpenDirect

Off |

Support of opening backup data directly without restoration.

When OpenDirect is enabled, to optimize restore performance both compression and encryption will
be disabled for this backup set.

Once OpenDirect is enabled and the setting is saved, it cannot be disabled without re-creating the
backup set.

10. For Encryption, set the key (opt for "user password" recommended). Save it,
(keys can't be retrieved later). Click "Next", confirm as needed.

ENncryption

Encrypt Backup Data

on -}

Encryption Type

User password w

Default

User password

Custom

11. Add the Windows User Authentication password for the machine. Click
"Next".



Windows User Authentication

Domain Name (e.g SD5L.com) / Host Name

User name

Password

12. Your set is created! Choose to "Backup now" or wait for the scheduled
backup.

Congratulations!

"Flle Backup" is successfully created.

] [ o= |
40. How to Add a Proxy

To add a Proxy server address:

1. Open the backup client and click "Settings".



Backup Sets

o [ &

Restore

Utilities

2. Select "Proxy" on the left, then toggle it "on" on the right.

3. Enter the necessary information and click "test" to check for any issues.

Settings proxy (HTTP) /
Use proxy to access the Isfternet
o =

Windows Event Log IP address Port

Login ID

Password

Test connection \




41. Basic VSS Troubleshooting Guide

Disclaimer: VSS is an OS component. The steps below should only be carried out
by your system admin or with consultation from Microsoft. We cannot be held
responsible for issues arising from these steps.

Basic VSS Troubleshooting:

1. Review Windows event logs, including application, system, and Hyper-V
VMMS events, for detailed VSS errors.

2. Check for third-party backup software. If found, uninstall it and reboot the
server.

3. Assess Shadow Storage Space using the command:

vssadmin list shadowstorage {/for=<ForVolumeSpec> |
/on=<onVolumeSpec>}

Example: vssadmin list ShadowStorage /for=E:\

Note: If shadow storage is insufficient, increase it according to your needs or
set it to unlimited:

vssadmin resize shadowstorage /for=<ForVolumeSpec>
/on=<0OnVolumeSpec> /maxsize=<MaxSizeSpec>

Example: vssadmin resize shadowstorage /For=E: /On=E:
/MaxSize=UNBOUNDED

Delete old shadow copies using:
Vssadmin delete shadows /all

4. Verify Writers Status: VSS backups may fail if specific writers like Hyper-V or
SQL encounter issues. Confirm the writer status with:

Vssadmin list writers

This provides a list of writers along with their statuses. An example of a
failed report is shown below.



Writer name: 'Microsoft Hyper-V VSS Writer'
Writer Id: {66841cd4-6ded-4f4b-8f17-fd23f8ddc3de}
Writer Instance Id: {d8171095-89d0-44d9-93a2-d7cacalce71d}

State: [9] Failed
Last error: Timed out

. Troubleshoot Unstable/Failed Writers:

e Verify that the service account for the corresponding writer is a system
account.

e Check the event log for relevant information.

e Examine the service associated with the writer. Restart it and re-run the
"vssadmin list writers" command to check for resolution.

. Advanced Troubleshooting for Unstable/Failed Writers:

e Restart the COM+ System Application Service.
e Restart the Distributed Transaction Coordinator Service.
e Restart the Volume Shadow Copy Service.

e Restart the pertinent VSS writer service, such as Hyper-V or SQL VSS
writer.

. Optionally, re-register all VSS & COM+ components. You can run these
commands individually in CMD or create a batch file to execute them.

cd /d Y%windir%\system32
Net stop vss

Net stop swprv

regsvr32 ole32.dll
regsvr32 vss_ps.dll
Vssvc /Register

regsvr32 /i swprv.dll

regsvr32 /i eventcls.dll



regsvr32 es.dll

regsvr32 stdprov.dll

regsvr32 vssui.dll

regsvr32 msxml.dll

regsvr32 msxmi3.dll

regsvr32 msxmi4.dll

regsvr32 Vssapi.dll

regsvr32 Vssui.dll

regsvr32.exe /i

%windir%\system32\eventcls.dll

regsvr32.exe /i %windir%\system32\swprv.dll
regsvr32.exe %windir%\system32\vssui.dll
regsvr32.exe %windir%\SysWOW64\vss_ps.dll
regsvr32.exe %windir%\SysWOw64\msxml.dll
regsvr32.exe %windir%\SysWOW64\msxmi2.dll
regsvr32.exe %windir%\SysWOW64\msxmi3.dll
regsvr32.exe %windir%\SysWOW64\msxmi4.dll
regsvr32.exe %windir%\SysWOW64\ole32.dll
regsvr32.exe %windir%\SysWOW64\oleaut32.dl|
regsvr32.exe %windir%\SysWOW64\es.dll
regsvr32.exe %windir%\SysWOW64\comsvcs.dll
VSsvc /register

net start swprv



net start vss

net stop winmgmt
regsvr32 wmiutils.dll

net start winmgmt

8. If using multiple providers, open an elevated CMD and execute:

vssadmin list providers

The output displays one or two providers:

e Microsoft Software Shadow Copy Provider 1.0

e Microsoft File Share Shadow Copy Provider

If any other provider appears, disable and stop the related service.

9. For advanced troubleshooting with VSS trace, consult this Microsoft article.

42.\VVSS Error Troubleshooting

Disclaimer: VSS is an OS component. Perform these steps with your system
admin's guidance or after consulting Microsoft. We aren't liable for any issues

resulting from these steps.

VSS Error Codes & Solutions:

Code Detall

0x8000ffff | Shadow Copy Provider encountered an error. Check system and
application event logs for details.

Client log displays error: 0x8000ffff [Catastrophic failure]. Proceeding with the

actual volume.

Cause: COM+ Event System and Volume Shadow Copy service not started.

Solution: Open services.msc from the "Run" option in the "Start" menu and adjust
the service settings as follows:

Services

Status

Start up Type

COM+Event System

Automatic

Started



https://learn.microsoft.com/en-us/windows/win32/vss/using-tracing-tools-with-vss

| Volume Shadow Copy | - | Manual

Code

Detail

0x80042304 | Shadow copy provider encountered an error. Refer to system

and application event logs for detalils.

Client

log error: 0x80042304 - Volume shadow copy provider not registered.

Cause: Corrupted volume shadow copy DLLs.

Solution:

Stop the Volume Shadow Copy service with "net stop vss" in a Command
prompt.

Change the directory path, enter "C:\WINDOWS\System32".

Register the required DLL files from this directory. Open command prompt
and press enter

c:\Windows\System32>regsvr32 ole32.dll
c:\Windows\System32>regsvr32 oleaut32.dll
c:\Windows\System32>regsvr32 vss_ps.dll
c:\Windows\System32>Vssvc /Register
c:\Windows\System32>regsvr32 /i swprv.dll
c:\Windows\System32>regsvr32 /i eventcls.dll
c:\Windows\System32>regsvr32 es.dll
c:\Windows\System32>regsvr32 stdprov.dll
c:\Windows\System32>regsvr32 vssui.dll
c:\Windows\System32>regsvr32 msxml.dll
c:\Windows\System32>regsvr32 msxml3.dll
c:\Windows\System32>regsvr32 msxml4.dll

Code Detall

0x8000ffff | Shadow Copy Provider encountered an error. Check system and

application event logs for details.

Error due to (cause):

Installing a new 3rd-party VSS provider.

Existing provider corruption.

Ensure NTFS compatibility on the destination drive. Perform a manual System




State backup using NTBackup. If it fails, there may be a VSS issue. If successful,
check for scheduling conflicts or proceed as instructed below.

Solution: VSS Providers.

Check for non-standard providers causing VSS snapshot issues. In the command
prompt, run:

vssadmin list providers

If non-standard providers are listed, consider uninstalling them. Microsoft default
providers are typically reliable, so removing 3rd-party providers may resolve the
problem.

If "vssadmin list providers" hangs, it's likely a newly installed VSS provider
malfunctioning. Uninstall such products to resolve the issue.

Multiple Backups:

Ensure no concurrent backups; custom provider may allow only one snapshot at a
time.

Corrupted Data:
Run CHKDSK on each drive with /f to fix disk errors.
VSS Believes in Setup Process:

1. In Registry Editor, locate HKEY_LOCAL_MACHINE\SYSTEM\Setup.

2. Verify these values are set to O:

e SystemSetuplnProgress

e UpgradelnProgress
Corrupted VSS DLLs:

1. In Command Prompt, CD to WINDOWS\system32 directory.
2. Stop Volume Shadow Copy with "net stop vss".
3. Register DLLs.

COM+ Re-installation:



1. Backup and delete HKLM\Software\Microsoft\COM3.
2. In Recovery console, rename clbcatq.dll to ~clbcatq.dll.

3. Boot normally, open Add/Remove Programs, and click Next in Add/Remove
Windows Components (no changes). This reinstalls COM+.

Destination drive lacks NTFS format.

Code Detall

0x80042308 | Object not found.

Error: Backup process struggles with open files.
Cause: VSS issue when backing up open or in-use files.
Solution:

Navigate to System32:

c:\>cd c:\Windows\System32

Stop services:

c:\Windows\System32>Net stop vss
c:\Windows\System32>Net stop swprv

Register DLLs.

Reboot the machine, open cmd, and run:
vssadmin list writers

Verify error-free writer display.

Code Detall

0x8004230c | Volume doesn't support shadow copying.

Error: Attempting to revert a volume on a shared cluster disk or cluster shared
volume to an earlier version using VSS results in this error: "Shadow copying the
specified volume is not supported".

Cause: A necessary service is disabled or not properly started.

Solution:



Open Control Panel.

Choose Classic View in the Tasks pane.

Double-click Administrative Tools.

Double-click Services.

Locate and double-click Microsoft Software Shadow Copy Provider.

In Start-up Type, select Automatic.

N o g~ 0w N PF

Click Start, then Apply/OK.

Repeat the same steps for the Volume Shadow Copy service. Exit and reboot the
computer.

Code Detail
0x80042312 Max volumes reached for this operation.
0x80042317 Specified volume reached max shadow copies.

Limitation: Max 64 shadow copies per volume.
VSS E_MAXIMUM_NUMBER_OF_VOLUMES_REACHED error occurs when
trying to create 65th shadow copy.

When storage limit's reached, older versions are deleted and unrecoverable. Max
64 shadow copies per volume. Oldest is deleted when full, unrecoverable.

Cause: Specified volume hit max shadow copies.
Solution: Delete the oldest shadow copy to resolve. Use CMD command:

vssadmin list shadows

disWindowsssystend2 sadmin list shadows
dmnin 1.1 Uol wadow Copy Service administrative command-line tool
CC) Copyright 2001-2013 Hicrosoft Corp.

Contents of shadow copy set ID: {BeadB8Vca-11al-458b-8271-Fc4f JeZldfdll
Contained 1 shadow copies at creation time: 21-85-2815 23:88:45
Shadow Copy ID: {4ci1faB53-7Bae-4562-7f41-9%aeB8b57d4e7?>
Original Uolume: “Wo lune{B74952h7-2dd7-11e4-824F -BB6ebEfG6ebP63 3%

Shadow Copy Volune {“GLOBALROOT“Device HarddiskVUo lumes hadowCopyl

Originating Machine: DDSPL1251.druva.local

Service Machine: DDEPL1251.druva.local

Provider: 'Microsoft Software Shadow Copy provider 1.8°

Type: ClientfAcc ibleWriters

Attributes: Persistent. Client-accessible,., Mo aute release. Differentia
1. Auto recovered

Delete oldest with CMD:

vssadmin delete shadows /For=C: /Oldest



>:\Windows\system32>vssadnmin delete shadows /For=C: /Oldest
ssadnmin 1.1 Uolume Shadow Copy Service administrative command-line tool
(C) Copyright 2001-2013 Microsoft Corp.

0 you really wvant to delete 1 shadow copies (Y/N>: [N]? y

uccessfully deleted 1 shadow copies.

by 0

Enter “y” to delete.

Code Detalil
0x80042313 | Provider timed out while flushing data to volume.

Check Volume Shadow Copy services:

1. Open Control Panel > Administrative Tools > Services.

2. Find Volume Shadow Copy service; if not running, click "start".

Cause: VSS fails due to high disk activity, preventing timely shadow copy creation
when volumes freeze for a snapshot.

Solution: Schedule backups during low disk activity to avoid this issue.

Code Detail
0x80042314L | VSS issues sending events to writers.

I/O writes unable to hold.
Cause: Temporary issue.

Solution: Wait 10 minutes, try again.

Code Detalil
0x80042315 | Error contacting VSS writers. Check event log for related errors.

Cause: VSS issue with backing up open files in use.
Solution: Check Volume Shadow Copy service status:

1. Open Control Panel > Administrative Tools > Services.

2. Find Volume Shadow Copy service; if not running, click "start" or "restart" on
the left.

Code Detalil
0x80042316 | Another shadow copy creation in progress. Wait, then try again.

Cause: Warning suggests VSS can't run due to another VSS instance running.



Solution:

1. If multiple backup programs exist, disable all but one and rerun the backup.

2. A previous VSS snhapshot is ongoing. Restart Volume Shadow Copy service
in Control Panel > Administrative Tools > Services by selecting "restart".
Alternatively, reboot the machine, which accomplishes the same.

3. Register DLLs.

Code Detall

0x80042318 | Error contacting VSS writers. Check event log for related errors.

Writer infrastructure not working properly.

Solution: Ensure Event Service and VSS are started, check error log for related
issues.

Code Detall

0x8004230f | Shadow copy provider had an unexpected error during operation.

Cause: VSS system files not registered, MS Software Shadow Copy Provider not
started.

Solution: Set MS Software Shadow Copy Provider service to Manual in Control
Panel > Administrative Tools > Services. If unsuccessful, use CMD to enter the
following commands one by one:

c:\>cd /d %windir%\system32
c:\Windows\System32>Net stop vss
c:\Windows\System32>Net stop swprv

Register DLLSs.

Code Detall

0x80042326 | Volume lost during revert.

VSS writer timeouts often lead to backup failures.

Cause: Primarily on systems with slow hard drives, low memory, low CPU power,
or disabled disk write cache.

Solution: Install the latest Windows service pack.

| Code | Detail




| 0x80042321 | Some shadow copies failed to import.

Creating over 10 hardware snapshots with VSS can cause import failures if some
shapshots aren't imported in time, leading to import operation failures.

Cause: This happens when VSS times out too quickly, not allowing enough time
for logical unit numbers (LUNS) to become accessible. It's more common when
hardware arrays near the 64-shadow copy limit per set.

Solution: Ensure you've installed the latest Windows service pack.

Code Detall

0x80040154 | Error creating shadow copy provider COM.

Event ID: 12292 & Event ID: 22

When initiating a backup, inSync creates a VSS snapshot of backup folders.
Subsequently, inSync backs up this snapshot. A failed snapshot creation leads to
inSync backup failure, as inSync doesn't perform volume backups from the file
system.

Cause: A third-party provider is used for shadow copying instead of the system
provider (Microsoft Software Shadow Copy Provider 1.0). The third-party shadow
provider consistently fails during shadow copy attempts.

Solution:

1. Confirm the VSS providers by executing the following command to check for
third-party providers:

vssadmin list providers

2. Ensure VSS always uses the Microsoft Software Shadow Copy Provider by
modifying registry entries:

e Warning: Incorrect use of Regedit can affect OS functionality. Proceed
with caution.

a. Launch Regedit by clicking Start, then Run, typing "regedit”, and
pressing Enter.

b. Locate the registry subkey:

HKey_Local_Machine\SYSTEM\CurrentControlSet\Control\BackupRe



store
c. Right-click and select New, then DWORD Value.
d. Name the new DWORD Value "UseMicrosoftProvider" and press Enter.

e. Double-click "UseMicrosoftProvider" set the value data to 1 to enable or
0 to disable the feature.

f. Press Enter and exit Registry Editor.

3. Restart the server.
4. Initiate another backup; it should complete successfully.

5. Optional: Uninstall any other software previously used for backups.

Note: Prior to making changes in Regedit, it's advisable to create a full backup of
the registry and the workstation.

43. Delete a Backup Set

WARNING: Deleting a backup set permanently erases all backed-up data from our
cloud and replication servers. Once deleted, data cannot be restored.

To delete a backup set, follow these steps:

1. Log in to the backup client and navigate to "Backup Sets".
2. Select the specific backup set you wish to delete.

3. In the bottom left corner, locate the option "Delete this backup set".



General

source
Backup Schedule
Continuous Backup

Destination

Show advanced settings

Delete this backup set

. After selecting it, a confirmation prompt will appear. Click "Yes" to confirm.

o Areyou sure you want to delete the backup set "Flle Backup"?

. A warning message emphasizing the irreversible nature of this action will
appear. Click "Ok" to proceed.

. You will receive a notification when the files have been successfully
removed.



7. Click "Close" to return to the "Backup Sets" screen.
44. Change Bandwidth Control

To change or limit backup bandwidth:

1
2
3
4

. Log in to the backup client.
. Go to "Backup Sets" and choose the relevant set.
. Select "Show advanced settings".

. Enable "Bandwidth Control".

E Flle Backup E Flle Backup

source source

Backup Schedule Backup Schedule
Continuous Backup Continuous Backup
Destination Destination

Show advanced settings

\ In-File Delta

Retention Policy
Command Line Tool
Reminder

Bandwidth Control

Others

Hide advanced settings

5. Click "Add new bandwidth control".



-]

Bandwidth Control

Limit the transfer rate when performing backup and restore tasks
on ] —

Mode
® Independent
Share

Existing bandwidth controls /_,

_|_ Add new bandwidth control

6. Adjust the settings as needed.

New Bandwidth Control

Mame

Bandwidth Control-1

Type
Always
®) Only within this period

From

sunday W00 w00 W

To
Sunday w00 w1 00 w

Maximum transfer rate

100 W | Kibit's w

7. Click "OK" and then "Save".



45. How to Use the Command Line Tool
If you want to set pre and post commands via Command Line:

1. In the backup client, go to "Backup Sets" and select the desired set.

2. Click "Show advanced settings" and choose "Command Line Tool".

E Flle Backup H Hlle Backup

Source source

Backup Schedule Backup Schedule
Continuous Backup Continuous Backup
Destination Destination

Show advanced settings In-File Delta

Retention Policy

Command Line Tool

Reminder
Bandwidth Control

Others

Hide advanced settings

3. Add pre and post commands on the right.

4. Click "Save" to confirm changes.



Pre-Backup Command Line Tool

Existing custom commands to run before backup

+ Add new pre-backup command line tool

Post-Backup Command Line Tool

Existing custom commands to run after backup

+ Add new post-backup command line tool

46. Change Retention Period
To change the retention period:

1. Open the backup client.
2. Choose "Backup Sets".

Backup Sets

£ 1

Restore

Utilities




3. Select the desired set.

4. Expand "Advanced Settings" and click "Retention Policy".

E Flle Backup E Flle Backup

General
Source Source
Backup Schedule Backup Schedule
Continuous Backup Continuous Backup
Destination Destination
Show advanced settings In-File Delta

Retention Policy

Command Line Tool
Reminder
Bandwidth Control
Others

Hide advanced settings

5. Adjust the retention period using the dropdown or by entering a specific
number.

6. Provide a relevant name for your new retention policy.



How to retain the files in the backup set, which have been deleted in the backup
source

®) Simple
Advanced
Keep the deleted files f

31 v | Dayis) w

8 ~
9

10
14 500 w || Day(s) w

Keep the deleted files for

21
28
100
365

NOTE: Extending the retention period may increase storage usage. If you
encounter any issues, reach out to our support team for assistance.

47. Change In-File Delta Settings

In-File Delta optimizes backups for files over 25MB by uploading only changes. By
default, it performs incremental Mon-Thu and Sat-Sun, with differentials on Fri. To
check In-File Delta settings:

1. Log in to your backup client and choose "Backup Sets".



Backup Sets

Restore Utilities

2. Select your set and access "Show advanced settings".

E Flle Backup

source
Backup Schedule

Continuous Backup

Destination /

Show advanced settings

3. Choose "In-File Delta".



E Flle Backup n-File Delta

Enable In-File Delta incremental / differential backup

General on T |

Default type
Source

Incremental w

Backup Schedule

Show advanced settings

Continuous Backup

Destination

In-File Delta

Retention Palicy
Command Line Tool
Reminder
Bandwidth Control

Others

Hide advanced settings

4. By default, it's set to incremental for files over 25MB. Use the Advanced
Settings customize full or differential delta backups.



n-File Delta
Enable In-File Delta incremental / differential backup
on |
Default type

Incremental w

In-File Delta block size

Auto w | Bytes

Only apply In-File Delta to files larger than

25 W | MB

Upload full file when either of these conditions is met

| Mumber of deltas is over 100 ¥

| Delta ratio (delta file size / full file size) is over | 50w

| Failed to generate delta file

Weekly variations for overriding default type

sunday Full Thursday  Full
Monday Full | Friday Differential
Tuesday Full Saturday  Full

Wednesday Full



48. Running a Manual Backup
To run a manual backup:

1. Log in to the backup client.
2. Select "Backup".

Backup Sets

Restore Utilities

3. Choose the backup set you want to use.

Please Select The Backup Set To Backup

Sort by

Creation Time  we

File-backup-set-name-1
Owner: PCO1
Last Backup: Tuesday, 29 September 2020 09:00

4. Customize backup options in "Advanced Options":



Choose Your Backup Options

H File-backup-set-name-1 E File-backup-set-name-1

Backup set type Backup set type

File File

Show advanced option In-File Delta type
Full
Differential

#) Incremental
Destinations
=
Retention Palicy
Run Retention Policy after backup

Hide advanced option

« Choose "Incremental” to back up only document changes.

« Select "Differential" to combine recent incremental backups.

o Opt for "Full" to back up all files.

. You can run a manual backup to a local destination.

. Enforce the retention policy to remove files older than your policy allows.

. Click "Backup" to start the manual backup.

Previous Backup Cancel

. After completion, view the backup report by selecting the icon next to the
progress bar.



Backup

E File-backup-set-name-1

]
== Backup Completed Successfully

Estimated time left 0 sec

Backed up 0 (0 file, 0 directory, 0 link)
Elapsed time 6 sec
Transfer rate Obit/s

49. Add a New Backup Destination
To add a new backup destination:

1. Log in to the backup client.
2. Choose "Backup Sets".

Backup Sets

(2 1

Restore Utilities

3. Select your desired backup set.



Backup Sets

Sort by

Creation Time w

Flle Backup
Owner: PC11
MNewly created on Tuesday, 22 September 2020 08:30

Add

4. Click on "Destination" in the left menu.

5. Add a new destination by pressing "Add" or edit an existing one by double-
clicking it.

H Flle Backup De

Backup mode

(ination

[¥al

General Sequential W
Source Existing storage destinations
=
Backup Schedule =
. Add
Continuous Backup

Destination

Show advanced settings

6. You can choose to send backups to our CBS server or a local drive on your
PC.



New Storage Destination / Destination Poo

Destination storage

ﬂ Local / Mapped Drive / Removable Drive

7. If you opt for "Local / Mapped Drive / Removable Drive", set the path via
"Change". Afterward, press "Test" to confirm access and click "Ok".

8. Finally, save your changes by pressing "Save" on the "Destination" page.

Note: You can also perform this when initially creating a new backup set.

L]

Destination

Backup mode

Sequential w

Existing storage destinations

&

Add

50. Removing a Local Destination
Here are the steps to remove a local destination:

1. Log in to the backup client and choose "Backup Sets".



Lh,y [lr] oll

Backup Backup Sets Report

(2 1% Ve

Restore Utilities

2. Select the backup set containing the local destination you want to remove.

Backup Sets

sSort by

| Creation Time  w

File-backup-set-name-1
Owner: PCO1
Last Backup: Wednesday, 19 021 09:30

3

3. Click on "Destination" on the left-hand side to view available destinations.
Double-click on the local destination.



E File-backup-set-nam... vestination
Backup mode
cne
Source Egng storage destinations
Backup Sched Local-1
C:ALocal
Destination m
Reminder A v
Others

4. At the bottom left of the opened page, you'll find the option to "Delete this
storage location".

Storage Destination
Mame
|Lb|:a|-l

Destination storage

. Local f Mapped Drive / Metwark Drive / Removable Drive  w

Path inpat local £ network address or ¢lick [Changelh

Delete this storage destination

5. Confirm the removal of the location and decide whether to delete the files in
the destination.



s Are you sure you want to delete the destination "Local-1"?
-

Also delete all backup files in this destination “Local-1"?7 (WARNING: This is an

irreversible process)

6. Click "Save", and you will be redirected to the main dashboard".

E File-backup-set-nam... Destination
Backup made
Genera g
Source Existing storage destinations

Backup Schedule

'li?

Destination

Reminder

Others

Delete this backup et

51. How to Check Data Usage in the Client

To check data usage in the client:

1. Go to the "Reports" section in the backup client.



Backup Sets

(2 1

Restore Utilities

2. Click on "Usage" on the left-hand menu.

Report

Backup

Restore

3. Choose the backup location, set, and date range for the reports.

4. The graph below will show data usage over the selected time frame.



Usage

Select a destination

&

Select a backup set

E File-backup-set-name-1

From To
23 w | Sept w | 2020 W 30 w | Sept w | 2020 -
5,000
e ————
4,000
m 3.000
=
()
i
A 2,000
1.000
a—k - - - - -
(=] (=] (=] (=] (=] (=] (=] (=]
=] a =] a =] =] a a
S g S g S S g g
8 g 8 g 3 8 g g
4 & G & ] & & =
Date
u File-backup-set-name-1
5. Hover over the line graph dots for more details.
From To
23 W | Sept w | 2020 W 30 w || Sept W | 2020 w -
£.000
# I
4,000
& 3000
=
o
H
i 2,000
1,000
0 - ™ - - -
[=] (=] [=] (=] (=]
- g g | Date 25/09/2020 8 g
2 2 2 | Destination 2 2
7 & & | Backup set File-backup-set-name-1 & &
Total Size 0
Data transfer
Backup O
Restore 0
Utilities 0




52. How to Update Your Client to the Latest
Version

To upgrade your client, follow these steps:

Note: Close the client and ensure no backup is running.

1. Visit our website at (BackupEverthing.co.uk) and click on "Support".

2. Locate the latest software version. Download the appropriate version for
your account (Business User or Single User) and operating system. If you
haven't renamed the client shortcut, it should be named either "Backup
Everything Single User Client" or "Backup Everything Business Cloud
Backup"

3. Start the download by selecting the appropriate options. Once downloaded,
open the .exe file.

4. When prompted, choose "Yes" to allow the program to make changes to
your computer.

5. You will receive a message that the installation wizard will uninstall the
previous software version shortly. Confirm by selecting "Yes".

6. Follow the Setup Wizard instructions to complete the upgrade.

7. Press "Next". The next page will display the terms and conditions. Agree to
these by selecting "l accept the agreement” and proceed by clicking "Next".

8. The wizard will ask for the location to store the client. Use the "Browse"
function if you prefer a different location; otherwise, click "Next" to accept the
default location.

9. In the "Select Additional Tasks" window, choose whether to install the
software for "Anyone who uses the computer" or "Me Only". Then, press
"Next".

10. The final page will confirm your settings for installation. You can go back
and change any settings by using the "Back" button. When ready to install
the upgrade, click "Install".

11. Once completed, you will see a window. By default, "Launch Backup
Everything Business Cloud Backup" will be selected. If you want to check
anything in the client, leave this option selected and click "Finish". If not,
deselect it and click "Finish".


https://backupeverything.co.uk/

Your backup client is now updated.
53. Seeding an Initial Backup
To seed your initial backup, follow the below steps:

1. Plug in the external hard drive where you want to store the initial backup.

2. Create a new backup set with the data you want to back up:
a. Log in to the backup client and click on "Backup Sets".

Backup Sets

Restore Utilities

b. Select "Add new backup set".

Backup Sets

Sort by

Creation Time  w

Add new backup set

_|_

c. Name the backup set and choose the backup type (e.g., File Backup).
Click "Next".



Create Backup Set

Mame

File-backup-set-name-1

Backup sef type
m File Backup ¥

3. Choose the files for backup:
a. Select "I would like to choose the files to backup".
b. Deselect any predefined locations provided by the software. Click "Next".

Backup Source

Select the files and folders that you want to backup

Desktop
v m My Documents

Apply filters to the backup source

M -

would like to choose the files to backup

4. Configure the schedule:
a. Since this is a seed backup, toggle "Run scheduled backup for this
backup set" to "Off". Click "Next".



Schedule

Run scheduled backup for this backup set

on = K

Run scheduled backup for this backup set

off |

Existing schedules
Backup Schedule
Daily (Everyday at 22:00)

Add

5. Set the destination for the backup:
a. Click "Add", then select the local drive you

plugged in.

Destination

Backup mode

Sequential w

Existing storage destinations

=

ma,\\

L TR T B W

ow Storase De
L D'.\_ - b

Mame

Destination storage

Local / Mapped Drive / Removable Drive

b. Configure the path via the "Change" button.

c. Click "Test" to ensure it works, then "OK".




Mame

Local-1

Destination storage

Local / Mapped Drive / Removable Drive L]

Local path
E:\ Change
Test %

d. Leave "OpenDirect" as "Off" and click "Next".

OpenDirect

OpenDirect

off [ |

Support of opening backup data directly without restoration.

When OpenDirect is enabled, to optimize restore performance both compression and encryption will
be disabled for this backup set.

Once OpenDirect is enabled and the setting is saved, it cannot be disabled without re-creating the
backup set.

6. Configure encryption settings (optional):
a. You can choose the encryption key type (e.g., "user password").
b. Keep a record of the encryption key, as it's needed for data restoration.
Click "Next".



Cncryption

Encrypt Backup Data

on i

Encryption Type

User password w

7. Confirm your settings and run the backup:
a. Click "Backup now" to initiate the backup to the external hard drive.

Congratulations!

"File-backup-set-name-1"is successfully created.

Backup now Close

8. After the seed backup, check for "Backup Completed Successfully”. If not,
contact support for assistance.



Backup

E File-backup-set-name-1

- Ei
== Backup Completed Successfully

Estimated time left 0 sec

Backed up 6.06M (11 files, 9 directories, 3 links)

Elapsed time 11 sec

Transfer rate 3.96Mbit/s

Local-1 (E:) ﬁ
E + Backup Completed Successfully

9. Follow the below sub-steps to verify data in the seed location:

a. Examine the seed location to ensure data is present.
b. Identify two folders: "Settings" and a numeric folder.
c. Right-click on the numeric folder and select "Properties”.

d. Confirm that the displayed data size matches the amount of data you're
backing up, considering compression.

e. Ensure the data size aligns with your backup data size.



" s * ThisPC » LSE Drive (E:) v | 0 0 se

2 Mame Date modified

STUFF 1601459649910 30/09/2020 11:

settings Open 10 11:

UsB Open in new window 10 12:

Pin to Quick access

Give access to b

Scan for Viruses..,
Include in library »
Pin to Start

nts

ds

Send to b

Cut
Copy

Create shortcut
e (E] Delete

Rename

(E)

249910 I Properties I

Note: Do not delete this backup set, even after sending the seed to us.

10. Once the seed is uploaded to our servers, follow these steps:
a. Open the backup client and select "Backup Sets".
b. Choose the set you just seeded and select "Destination”.

E File-backup-set-nam... Destination
Backup mode
General Seguential W
Source Existing storage destinations
[,
Backup Schedule =
Local-1
Continuous Bagkup =

Add

Destination

Show advanced settings



c. Double click the "Local" destination for the seed.
d. Select "Delete this storage destination” at the bottom left.

Storage Destination

Name

| Local-1

Destination storage

E Local / Mapped Drive / Removable Drive w

Local path

Delete this storage destination

11. Confirm the deletion of the destination.

# Areyou sure you want to delete the destination "Local-1"?

12. If you don't have a storage location for our server set up, add one and a
schedule:
a. Log in to the backup client and select "Backup Sets".

b. Choose the set in question.
c. On the left, select "Destination” and then "Add new storage

destination/destination pool".



E File-backup-set-nam...

General
Source
Backup Schedule

Continuous Backdp

Destination

Show advanced settings

Destination
Backup mode

Sequential w

Existing storage destinations

+ Add new storage destination / destination pool

d. Select a server location from the drop-down menu and click "OK" and

"Save" on the "Destination™ window.

New Storage Destination / Destination Pool

Destination storage

=
ﬂ Local / Mapped Drive / Removable Drive

13. Add a schedule:

a. Select "Backup Sets" and choose the set in question.
b. On the left, select "Backup Schedule" and toggle "Schedule" to "On".



E File-backup-set-nam... Schedule

Run scheduled backup for this backup set
General off [ |

source
Run scheduled backup for this backup set

Backup Schedule on |

. Existing schedules
Continuous Backup =] sackupSchecue
. Daily (Everyday at 22:00)

Add

Destination

Show advanced settings

c. Edit or add a new schedule as needed.

ew Backup Schedule
MName
Daily-1
Type
Daily W

Start backup at
15 w117 W

Stop

until full backup completed we

Run Retention Policy after backup

d. Click "OK" and "Save". You're now ready for the next schedule to run.

54. How to Perform a Data Integrity Check

You can perform regular data integrity checks as part of maintenance or in
response to index or quota issues.

1. Log in using your user credentials and go to the "Utilities" section at the
bottom right.



Backup Sets Report

(2,

Restore

Utilities

2. Select "Data Integrity Check" on the left.

3. On the right, select the backup set and destination. Leave "Run Cyclic
Redundancy Check (CRC)" unchecked. Older versions may have a "Rebuild
index" option; keep it unchecked. Click "Start" when ready.

Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and
restorability

Select a backup set

File-backup-set-name-1

Select a destination

Run Cyclic Redundancy Check (CRC) during data integrity check

Start ‘._———-—-

4. The integrity check starts, and the duration depends on data volume. Local
checks are usually faster than server checks. After completion, review the
log for warnings or errors. For message inquiries, contact support.

+ Data Integrity Check is completed successfully

Viewlog -



5. After completion, click "Close" at the bottom right. If you're done with the
backup client, log off.

55. Restoring Data from a Seed

If a full restore is required with a slow internet connection, a seed restore can be
arranged where an encrypted USB drive is sent with the data, as follows:

1. Receive the USB drive and plug it into your machine.

2. Log in to the backup client, select "Utilities".

Backup Sets

(2 1

Restore Utilities

3. Go to "Decrypt Backup Data" on the left.

Ut|||t|eS Decrypt Backup Data
Please enter the path to the [<backup set ID=/blocks] folder which §ontains the
backup files that you want to decrypt.

Data Integrity Check

Browse

Space Freeing Up

Temporary directory for storing restore files
Browse

Delete BaCkUp Data C:\Users\RoseyWh.obmitemp

Decrypt Backup Data Decrypt

4. Use the "Browse" function on the right to locate the data on the USB drive.



5. Select the file with numbers as the name and the "Blocks" folder, then press
"OK".

Change path to decrypt

Look in: 1602756641743 v =k ER-

D5L Business Cloud Backup % >
i , % logs
Utilities
[
Data Integrity Check Deskiop
Space Freeing Up =
Documents
Delete Backup Data a
Decrypt Backup Data e
@ Folder name : |E:\Seed\1502756641743\blacks
Network Files of type : All Files ¥ Cancel

Decrypt Backup Data

Please enter the path to the [<backup set ID=/blocks] folder which contains the
backup files that you want to decrypt.

EnSeed\1602756641743\blocks Browse

Temporary directory for storing restore files

C:\Users\RoseyWh\.obm\temp Browse

Decrypt

6. Click "Decrypt" and add the encryption key if prompted (usually the account
password).

7. Choose the data you want to restore, modifying dates if needed.

8. On the left, navigate the folder tree, and on the right, select items to restore.



Select Your Files To Be Restored

Select what to restore

Choose from files as of job s || 15/10/2020 w || Latest w

Show filter
Folders Mame Size Date modified
= B decrypt_destination [ &) 0_tSIhQuukWySgM4ab.png 37T KE 07/10/2020 16:20
B C O [ 20200729_122922.jpg 3241KB  29/07/2020 12:35
-0 [ ] Users O [ 20200729_123134.jpg 3,608KB  29/07/2020 12:35
B | ) Public [ % From home.rdp 3KB 24/03/2020 07:53
&0 a RoseyW O & Google Chrome.nk KB 12/12/2019 09:31
'D M Desktop [ % Remote Desktop.rdp 3 KB 26/09/2010 07:48
- & Documents [ ] desktop.ini 1KB  30/09/2020 07:58
B B Music O [€] msg0156.mp3 137 KB 09/10/2020 08:21
"'D [ Pictures
D B videas

9. Select the tick box on the left to restore everything or use the right section to
be selective.

Folders Mame Size Date modified
= B decrypt_destination I Desktop
B0 i C Documents
|EI|:| Users J'ﬁ Music
B Public [=] Pictures
EI a RoseyW E Videos

| I Desktop
¥l Documents
[ J'ﬂ Music

¥ [&] Pictures
- [ Videos




Folders MName Size Date modified

= B decrypt_destination O |6 o_tSIhQuukwWvSgN4ob.png 377 KB 07/10/2020 16:20
B e C [6 20200729 122922 jpg 3,241 KB 20/07/2020 12:35
B0 [ ] Users 8] 20200729_123134pg 3,608 KB 20/07/2020 12:35
&1 | Public [ & From home.rdp 3KB 24/03/202007:53
=N 3. RoseyW O Google Chrome.lnk KB 1211272019 09:31
' """ 1 I Desktop [l & Rernote Desktop.rdp 3 KB 26/09/2019 07:48
&1 [£ Documents [ =] desktop.ini 1KBE  30/09/202007:58
B0 ) Music O [€ msg0156.mp3 137KB  09/10/2020 08:21

|:| &=/ Pictures

& B videos

10. Press "Next" at the bottom right.

11. Choose where to restore the files, either to their original location or an
alternative via the "browse" option.

Choose Where The Files To Be Restored

Restore files to
®! Original location

Alternate location

Show advanced option

12. Selecting "Show advanced options" provides additional choices.

Restore file permissions
Delete extra files
~ | Follow Link
Verify checksum of in-file delta files during restore

Hide advanced option

13. Click "Restore" when ready. A progress bar will indicate completion.



E Seed Test

ﬁ decrypt_destination (E:\\Seed)

Restore Completed Successfully
Estimated time left 0 sec

Restored 6.69M (2 files)
Elapsed time 2 sec
Transfer rate 25.28Mbit/s

14. Once successfully restored, press "Cancel” and exit the restore windows.

15. If a new destination was created for the files, ensure it's added to the
backup.

56. To Free Storage Space with the Backup Client

To free up space and prevent issues caused by low storage, use the backup client
to remove obsolete files.

1. Login to the backup client and select "Utilities".

Backup Sets

(2 X

Restore Utilities

2. Choose "Space Freeing Up" on the left.
3. On the right, select the backup set you want to free up space for.

4. Click "Start".



L] " L]
Ut|||t|eS Free Up Storage Space
To remove obsolete files from your backup destination according to your retention

policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Data Integrity Check

Select a backup set

Space Freeing Up

File-backup-set-name-1

De|ete BaCkUp Data Select a destination

Decrypt Backup Data

Start

5. Monitor the progress, and you will be notified when it's completed.

Free Up Storage Space

To remove obsolete files from your backup destination according to your retention
policy setting to free up your storage space, select backup set(s), destination(s) and

then press Start.
Select a backup set

File-backup-set-name-1

Select a destination

+ Space freeing up is completed successfully

View log

57. Decrypting local backup files
To decrypt local backup files, follow the below steps:

1. Login to the backup client and select "Utilities".



Backup Sets

(2,

Restore Utilities

2. Click on "Decrypt Backup Data" on the left.

3. On the right, use "browse" to find the folder containing your local backups.
Choose the folder with the backup set numbers and the "blocks" folder

inside it. Click "OK".

Ut|||t|eS Decrypt Backup Data
Please enter the path to the [<backup set ID=/blocks] foldef wihh contains the
Data mtegri‘[y Check backup files that you want to decrypt.

Browse

-,
X

Space Freeing Up

Tempor, Change path to decrypt

Delete Backup Data Cause Lookin: | blodks o mefE-
| 2020-10-15-12:20-47

Decrypt Backup Data beey| L

Recent

Desktop

Ah

Documents

u

This PC

@ Folder name: | C:\Local Backup\1602750774751\blacks

Metwork

Files of type: | Al Files ~ Cancel

4. Choose the files you want to restore. You can select the entire location on
the left or be more selective on the right.



Select Your Files To Be Restored

Select what to restore

Choose from files as of job w || 15/10/2020 w || Lafest wr

Show filter

Folders Mame Size Date modified
= B decrypt_destination [ & 0_tSIhGuukWySqN4ab.png 377 KB 07/10/2020 16:20
B0 €A O [ 2922 jpe 3,241 KB 29/07/2020 12:35
81| | Users [ m 3,608 KB 29/07/2020 12:35
@ | Public [ % From home.rdp IKE 24/03/2020 07:53
-0 | ] Roseyw [ & Google Chrome.Ink 3IKB 12/12/2019 09:31
'D I Desktop ] & Rernote Desktop.rdp 3KE 26/09/2019 07:48
Y- [£] Documents [ fz] desktop.ini 1KB 30/09/2020 07:58
@0 D Music €] msg156.mp3 137 KB 09/10/2020 08:21

|:| &=/ Pictures
] m Videos

5. Decide where you want to restore the files, either to the original location or
an alternative one. If needed, use the "advanced options" for additional
settings.

6. When ready, click "Restore" at the bottom right.

Choose Where The Files To Be Restored

Restore files to
Original location

®) Alternate location | C:\Local Restore Browse

Show advanced option

Restore file permissions
Delete extra files
| Follow Link
Resolve Link
Verify checksum of in-file delta files during restore

Hide advanced option

7. A progress bar will appear, indicating the status of the restoration. Once
completed, press "close" and "cancel" to exit the restore windows.



Restore

E Local Backup

ﬁ decrypt_destination (C:\Local Backup)

+ Restore Completed Successfully
Estimated time left 0 sec
Restored 6.69M (2 files)
Elapsed time 2 sec
Transfer rate 25.47Mbit/s



58. Restore to Original Location

If you have accidentally delete a file you can restore it back to the original location
from in the backup client, as follows:

1. Login to the backup client and select "Restore".

Backup Sets

o | &

Restore Utilities

2. Choose the backup set you want to restore from.

Please Select The Backup Set To Restore

Sort by

Creation Time  w

File-backup-set-name-1
Owner: PCO1
D Last Backup: Wednesday, 30 September 2020 12:03
Seed Test
Owner: PCO1
D Last Backup: Thursday, 15 October 2020 11:11

Local Backup
Owner: PCO1
Last Backup: Thursday, 15 October 2020 12:20




3. Select the destination you wish to restore from. If you use multiple
destinations, you'll have more options.

Select The Destination From Which To Restore Data

E File-backup-set-name-1

4. Pick the date you want to restore from (within your retention settings), then
use the file tree to select the files or folders you want to restore.

5. Click "Next" when your selections are complete.

Select Your Files To Be Restored

Select what to restore

Choose from files as of job w || 15/10/2020 w || Latest w

Show filter
Folders Mame Size Date modified
= B Local-1 O [E] 0_tSIhQuuKkWvSqN4ab.png 377 KB 07/10/2020 16:20
B e CA J 20200729_122922.jpg 3,241 KB 20/07/2020 12:35
-0 | | Users 00729_123134.jpg 3,608 KB 29/07/202012:35
&0 || Public C 3KB 24/03/2020 07:53
B0 | | RoseyW O & Goog e.nk 3IKB 12/12/2019 09:31

[ Deskiop ] B Remote De 3KB  26/09/2019 07:48

&1 5 Documents [ =] desktop.ini 1 KB V092020 0758
@0 D Music |0 (8 msg0156.mp3 137KB  09/10/2020 08:21
|:| | Pictures

w-0 ﬁ Yideos

6. Specify the restoration location; in this example, we're choosing the "original
location". Note the options in "Show advanced options". Press "Next".



Choose Where The Files To Be Restored

Restore files to
@) Original location

Alternate location

Show advanced option

--—--_-‘—-—-___.

Restore file permissions
Delete extra files
+ Follow Link
Verify checksum of in-file delta files during restore

Hide advanced option

7. Confirm the temporary directory and click "Restore" when ready.

Temporary Directory

Temporary directory for storing restore files

C\Users\RoseyWitemp Browse

Previous Restore Cancel

8. You'll see a progress bar and be notified when the restoration is finished.



Restore

H Local Backup

Local-1 (C:\Local Backup)

+ Restore Completed Successfully
Estimated time left 0 sec

Restored 6.69M (2 files)
Elapsed time 3 sec
Transfer rate 24 . AAMbit/s

9. Once done, click "Close" and then "Cancel" to exit the restore windows.

59. Restore to Alternative Location
You can restore files to different locations than where they were backed up from,
as follows:

1. Log in to the client and go to "Restore".

Backup Sets

o [ &

Restore Utilities

2. Choose the desired backup set.




Please Select The Backup Set To Restore

Sort by

Creation Time  w

File-backup-set-name-1
Cwner: PCO1
D Last Backup: Wednesday, 30 September 2020 12:03
Seed Test
Owner: PCO1
D Last Backup: Thursday, 15 October 2020 11:11

Local Backup
Owner: PCO1
Last Backup: Thursday, 15 October 2020 12:20

3. Select the source destination for the restore (multiple options if applicable).

Select The Destination From Which To Restore Data

E File-backup-set-name-1

4. Pick the restoration date within your retention settings.
5. Use the file tree to select files or folders for restore.

6. Click "Next" after making selections.



Select Your Files To Be Restored

Select what to restore

Choose from files as of job w || 15/10/2020 w || Latest w

Show filter
Folders Mame Size Date modified
= B Local-1 O [&] 0_tSIhQuukwvSqN4ob.png 377 KB 07/10/2020 16:20
B0 i CA 20200729_122922.jpg 3,241 KB 20/07/2020 12:35
20| | Users 00729_123134.jpg 3,608 KB 29/07/202012:35
G- | Public O 3KB 24/03/2020 07:53
20 | | RoseyW O % Goog e.lnk 3 KB 12/12/2019 09:31
[ Desktop. [ %3 Remote De 3IKE 26/09/2010 07:48
w1 5 Documnents [ ] desktop.ini 1 KB 30/09/2020 07:58
@~ D Music [ [8] msg0156.mp3 137 KB 00/10/2020 08:21
"'D &= Pictures
w0 E Videos

7. Choose a location for the restoration by using the "Browse" function to
navigate to your alternative location.

8. Note the options in "Show advanced options" before proceeding.

Choose Where The Files To Be Restored

Restore files to
Original location

DENGEGEICPEUPLERIC:\Temp\Alt Location Restore Browse

Show advanced option

Change Path X
Look jn: Alt Location Restore ~ 5 B2~
Restore file permissions
Delete extra files “‘”“ﬁ
. { =
| Follow Link Recent
Resolve Link
Verify checksum of in-file delta files during restore -
Desktop
Hide advanced option =
=
Documents
% Folder name :  |C:\TemplAlt Location Restore|
This PC Files of type: | AllFiles ~ Cancel

9. Confirm the temporary directory and click "Restore".



Temporary Directory

Temporary directory for storing restore files

ChUsers\RoseyWitemp Browse

Previous Restore Cancel

10. Monitor the progress bar for completion.

Restore

E Local Backup

ﬁ Local-1 (ChLocal Backup) ﬁ

+ Restore Completed Successfully
Estimated time left 0 sec

Restored 6.69M (2 files)
Elapsed time 3 sec
Transfer rate 25.47Mbit/s

11. Once done, click "Close" and "Cancel" to exit the restore windows.

60. Check Client Version

1. Login to the client software.

2. Look for the Information icon on the top right corner of the interface.

RoseyTestBusiness B engiisn [

3. Click on the Information icon.

4. A window with various information will appear. The version number is
displayed at the top of this window. For example, it might say "Version



8.3.2.11".

Version 8.3.2.11

Virtual Machine Open|DK 64-Bit Server VM Version 25.181-b13

If you are using Version 6 of the client software, the process is slightly different:

1. Login to the client software.
2. Look for the Question Mark icon near the bottom left corner of the interface.
3. Click on the Question Mark icon.

4. You will find the version number displayed.

If using Version 6, upgrade to Version 8 for improved speed and extra features.
Download the latest version from our website, selecting the appropriate product
(Business or Single User).

61. Modifying Existing Files/Folders in a Backup
Set

To modify your backup selection as your data changes, follow the below steps:

1. Log in to your client and go to "Backup Sets".

Backup Sets

Restore Utilities




2. Choose the backup set you want to modify and navigate to the "Source"

section on the left.

3. In the "Source" section, edit the checkboxes for items like Desktop,
Documents, Favorites, etc., or click "I want to choose the files to backup" for

a detailed view of your selection.

E File-backup-set-nam...

General

Backup Schedule
Continuous Backup

Destination

Show advanced settings

Backup Source

Select the files and folders that you want to backup

Desktop
! &) My Documents

.3 Favorites
H Outlook

Filter

Apply filters to the backup source

Off [ |

would like to choose the files to backup

4. Choosing "l would like to choose the files to backup” lets you expand folders
to view contents and make specific selections. For file-level selectivity, click

"Show files".




Folders
- B This PC
=0 & 05 (C)
A @00 Del
/ "'|:| Drivers
|:| Intel
"'|:| Local Backup
|:| Local Restore
B~ | | NEW PC STUFF
|:| PerflLogs
|:| Program Files
|:| Program Files (x86)
|:| ProgramData
|:| Recovery
|:| Temp
|:| Users
- Windows
B[] s DVD RW Drive (D)

- Network
[+ pg Libraries

/

Show files

5. The gray square with a tick indicates that the entire item (whether a folder or
file) is selected for backup.

EII:l M Desktop
. @ | | Docs

6. Inthe "Show files" view, you can see available folders and files on the right
for the selected location on the left. Here, you can deselect or select items
as needed.



7. After editing, click "OK" at the bottom right, and then "Save" in the "Source

Adva

Folders
Peter

Public
RaoseyW
- | .ach
- .obm
-[J _f 3D Objects
-1 | AppData
-[J [23 Contacts
|:| B Deskiop
- () Docs
- |£| Documents
-] 4 Downloads
<[]+ Favorites
~[J @ Links
- | | MicrosoftEd;
- J'! Music
-] @ OneDrive
- &] Pictures
-] #* Saved Game
-] /2 Searches
A temp

— . .

4

W Show files

>

nced Backup So

urce

MName
Docs
alln (6] 20200729_123134.jpg
[C] 8 From home.rdp
[ % Google Chrome.lnk
[ 1@ rmsg0156.mp3
[ %% Rermote Desktop.rdp

Size Date modified
3,608 .. 29/07/202012:35
3 KB 24/03/2020 07:53
3 KB 12M12/2019 09:31
137 KB 09/10/2020 08:21
3 KB 26/09/2019 0748

Itemns perpage |50 w | Page 1/1 w

window. You can opt for a manual backup to apply these changes instantly
or wait for the next scheduled backup.

62. How to Change Password

If you don't know your current password and need to reset it, please follow these

steps:

Note:

changing or resetting your password does not affect your encryption key.

Log in to the backup client.

Navigate to your user profile located at the top right.

RoseyTestBusiness B

Select "Password" on the left-hand side.




4. Click "Change password" on the right-hand side.

P I’Oﬂ | e Password

Change Password

General

Save passwh\
Contacts
Time Zone

Encryption Recoy,

5. Confirm your current password.

Change Password

Please confirm current password

6. Enter your new password twice.

Change Password

Mew Password

Re-enter password

7. Click "OK" and then "Save" to complete the process.



63. Adding/Editing Backup Schedule

To add or edit backup schedule:

1. Login to the backup client and go to "Backup Sets".

Backup Sets

Restore Utilities

2. Choose the backup set you want to work with.

3. Select "Backup Schedule” on the left side of the screen. On the right side,
you can either edit the existing schedule by clicking on it or add a new one.

E File-backup-set-nam... Schedule
Run scheduled backup for this backup set
General on |
Source Existing schedules /
Backup Schedule
Daily (Everyday at 09:00)

Backup Schedule

Add
Continuous Backup

Destination

Show advanced settings



4. To edit a schedule, modify the name, runtime, and set a time limit by
switching from "Stop" to "after" with specified hours. Use caution to prevent
incomplete backups due to varying internet speeds. Delete the schedule if
necessarv. then click "OK" and "Save" after channes.

Backup Schedule
MName
Backup Schedule

Type
Daily
Start backup at

09 w 1100 w

Stop Stop

|unti|fu|l backup completed vl_b after w1 w | hr

«| Run Retention Policy after backup

Delete this backup schedule

5. To add a new schedule, encounter a window like the one shown above.
Select the backup "type" to determine when it runs. "Daily" means daily
backups.

New Backup Schedule

Mame
Daily-1

Type / Type
DL.I.I'.III
Start backup at

Weekly
14 wi 1|57 w

Monthly
>top Custom

until full backup completed w

Run Retention Policy after backup

"Weekly" lets you choose specific days of the week.



Type

=

Backup on these days of the week
sun Mon Tue Wed Thu Fri Sat

"Monthly" allows you to pick a date or recurring day each month.

Type
Monthly w

Backup on the following day every month

e Day | 1 W

®) | First v | Sunday v
14| SeCONd
Third

Fourth

ur b completed  we
Last

on the selected days

sto

"Custom" enables scheduling a one-time backup for a specific date and time.

Type

Custom W

Backup on the following day once

2020 | | October w | EN W

Start backup at

T4 w1 57 W

6. After setting your desired schedule, click "OK" at the bottom right, then
"Save".



64. Create Continuous Backup
To create continuous backup:

1. Login to the backup client and select "Backup Sets".

Backup Sets

Restore Utilities

2. Choose the specific backup set you want to configure for continuous backup.

3. If you are using the Business client, click on "Continuous Backup” on the left
side.



E File-backup-set-nam... Continuous Backup
Backup whenever a change is made

General on | \
Backup set type

Source File

| Do not backup files defined as system files

Backup Schedule

Define how often backup run

Continuous Backup

30 minutes w#

Destination Only apply to files smaller than

Show advanced settings Unlimited v | MB

Exclude Filter
Existing Exclude Filters

+ Add new exclude filter

4. For the Single User Client, select "Others" on the left.

5. On the right side, toggle the "Continuous Backup" option to enable it.



H TestSet Continuous Backup

Backup whenever a change is made

General on C |

Define how often backup R
Source

30 minutes w

BaCkUp SChedU|e Only apply to files smaller than
Destination Unlimited v | MB
reminder Retention Policy

How to retain the files in the backup set, which have been deleted in the backup
source

31 v || Day(s) w

Temporary Directory
Temporary directory for storing backup files

C:\Users\RoseyWitemp Change
889.68GB free out of total 931.29GB space in C:

| Remove temporary files after backup

6. Customize the settings according to your preferences.
Note: The backup will only run if there are new or modified files to back up.
65. Locating the Log Files

To assist with error troubleshooting, we may request your log files in a zip format. If
the zip file is still too large to send, please contact us for remote assistance.

Locate the log files in the following directory:

e For Business User Client: C:\Users[User name backup runs from].obm\log

e For Single User Client: C:\Users[User name backup runs from].acb\log

« v « QS(C) » Users » RoseyW » .ach » log » v | @ O Search log

Mame Date modified Type
#F Quick access

1594113072433 File folder
@ OneDrive 1596548831303 File folder
3 This PC Scheduler File folder
System File folder
¥ Network SystemTray File folder



66. How to locate the Backup Client's version
number

1. To check your backup client's version number, log in and click the
information icon in the top right corner.

Dave BK1 H Englishu 0

I!I m ulln

Backup Sets Report

(2, />

Restore Utilities

2. It will display the version number, such as 7.15.2.2 in this example.

Version 7.15.2.2

Virtual Machine Java HotSpot(TM) 64-Bit Server VM Version 24.76-b04
Vendor Oracle Corporation

Live Threads 13 (Current) / 19 (Peak)

Daemon Threads 9

Total Threads Started 54



67. Create a file filter

Create a filter to exclude or include specific file types in your backup. In this
example, we're creating a filter for temporary files.

Errors may look like this:

[New File] File="\\File location 1\Sub location 2\sub location 3\~File name.xIsx"
Error="java.io.lOException: [CreateFileW] (32) The process cannot access the file
because it is being used by another process.rnrn

Portal Method:

1. Log in to your portal and select the backup set you want to modify.
2. Goto "Source" and click on the "Filters" tab.

3. Click "Apply filters to the backup source".

Source

The data protected by this backupset.

Common Files and Folders Filters Other Sources Deselected Sources

4. Click the "Add +" option.

Apply filters to the backup source .j

—fe Add




Pattern Rules

Name: MNew Filter
Matching Pattern: Matching Patterns Add +
[ ] Pattern 4
Rows per page 0w ) 0 4 >
For each of the matched items under Include Them ESOLERNE ]
the top directory:
Exclusion: )| Exclude all unmatched fles/folders
Match item names by: fy o e s c | Regular Expression (UNIX-style) | Ends with..

5. Name your filter and specify the file pattern to match.

6. Fill in the location to apply the filter to (based on the error message).

Pattern Rules
Name: Temp file filter

Matching Pattern: Matching Patterns Add +

Pattern

I =

Rows per page 0w ) £ ?
For each of the matched items under Include Them] g=sTG R0
the top directory:
Inclusion: Include &ll unmatched files/folders
Match item names by: t N e DLl Regular Expression (UNIX-style)] Contains.  w

7. Press "Save" on this page, then "Save All" on the Filters tab.



Source
The data protected by this backupset.
Common Files and Folders ~ Filters Other Sources Deselected Sources
Apply filters to the backup source .j
Filters Add 4
Filter 4 Fatierns
Temp file filter

Close  Save All

8. Run a manual backup or wait for the next scheduled backup to ensure the
filter is applied successfully.

Client Software Method:

1. Open the backup client software and navigate to "Backup Sets".



Backup Sets

(2 1

Restore Utilities

2. Select the set reporting the warning and choose "Source" on the left.
3. Slide the "Apply filter" toggle to enable it.
4. Click "Add new filter".

E RoseyTestSet Backup Source
Select the files and folders that you want to backup
General v [=] pesktop

m My Documents

£33 Favorites

Backup Schedule B outiook

Continuous Backup Filter

Destination Apply filters to the Yackup source
on C |

Show advanced settings
Existing filters

+ Add new filter

/,n.-.ng d like to choose the files to backup



Mame

Filter-1

For each of the matched files/folders under top directory
® Include them
Exclude them

Exclude all unmatched files/folders

Match file/folder names by
@) simple comparison | ends with — w

Regular expression (UNIX-style)

Existing patterns to match

5. Name your filter and specify the file pattern to match.

New Backup Filter
Mame

Temp file filter

For each of the matched files/folders under top directory
Include them
® Exclude them

Include all unmatched files/folders

Match file/folder names by
#) simple comparison | contains W

Regular expression (UMIX-style)

Existing patterns to match

-

6. Add the character "~" in the "Existing patterns to match" section.

7. Use the "Change" button to browse and select the location to apply the filter
to (based on the error message).



8. Press "Ok" and "Save".

9. Run a manual backup or wait for the next scheduled backup to confirm the
filter's successful application.

68. Configure QNAP NAS Backup

Follow the below steps to configure QNAP NAS Backup

1. Confirm QNAP NAS Compatibility:
o Check supported QNAP NAS models.
2. Access the Download Page:
« Look for the download link sent to your registered email address.

« If you can't access the email, log in through website and follow the
redirection to your server. Find downloads using the blue button on
the right.

English

3. Download the QNAP Client:

« Ensure you are on the "Backup Everything Business Client Backup'
tab.

« Scroll down to locate the QNAP client download option.
4. Install the QNAP Client:
o Log into your QNAP NAS and access the App Center.



o Click on the Cog icon in the top-right corner.

& <~ 0 = B

« Use the "Browse" button to navigate to the downloaded file.

« Double-click the file to select it, then press "install" to proceed.



Install Manually

To install a package, please follow the steps below
1. Click here to browse more App add-ons including those newly developed ones from the Beta lab. You
can download and unzip the add-ons to your computer
App Development: If you would like to develop App add-ons, the QDK has the tools, documentation, and
sample co lications
; E_ and then nsta
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5. Access the Backup Everything Cloud Backup Client:

« After installation, find the Backup Everything Cloud Backup client on
your QNAP NAS's main menu.

« Open it and select "login".



The Best On-Premises & Cloud

Backup Software

or Login

Create a Backup Set starting from here.

69. Configure Synology NAS Backup

Here are the steps to install the Synology backup client:

1. Check your email for a download link. If you can't find it, enter your login
name to retrieve the link.

2. Click on the blue button in the top right corner of the page you're redirected
to.
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3. On the Download page, locate the Synology installer and note the URL
under the Synology title.

Plusss copy e pusta dhe Bollowing URL inkewacksn inie tes WAL me el ébsing ool o

4. Log in to your Synology NAS and access the Package Center.



.
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¥
Package

Center

-

Control Panel

Hie Station

5. If not already installed, install JAVA 7 or JAVA 8. Newer NAS units may
have this pre-installed.

E Package Ceanter - M W
| D -13vd | Manual Install Refrash Settings = |
¥ Installed & Symology
Exnbore Java? Javad
P Synology Inc. Synclagy Inc.
ol Recommended ?!: 5:
Backup Open Install

& Mulbmedia

6. Select "Manual Install" from the Package Center.

E Package Center Dol = L ¢

£~ search Manual Install Refresh Settings =l

& 1nstalled £ synology

Antivirus Essential dio Station Calendar CardDAV Server Chat

Explore
i Synology Inc. y Inc. Synology Inc. Synology Inc. Synology Inc.

fs Recommended
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7. In the wizard that appears, click "Browse".



Manual Install

Upload a package

Please select a file.

File: Browse

Next Cancel

8. Choose the backup client installation file.

© ~ 1 @ » ThisPC » Downloads

v & Search Downloads o)
Organize + MNew folder

=~ I @
5t Favorites Name Date
Bl Desktop
& Downloads
. FileCloud

. Recent places

Type Size Tags
|_| obm-synology-443...  06/03/2019 10:09 SPK File

820 KB

M This PC
™ Beverley (pc2)
Ju Desktop
' Documents
# Downloads
W Music
= Pictures
B Videos
L)
[ DVD RW Drive (E:) 2(

¥ Network

File name:  obm-synclogy-443-devsub.safedatastorage.co.uk-https-312430.spk v | |AllFiles V‘

o

9. Accept the Terms and click "Next".



License Agreement

Please read the following license agreement before continuing.

|w] I accept the terms of the license agreement.

Back h Cancel

10. Enter the URL you noted earlier during the installer download and click
"Next".

Please provide the URL of the CBS

Specify the URL

URL:

N

Back m Cancel




11. Click "Apply" to begin the installation.

Confirm settings

The wizard will apply the following settings and start updating the package.

Item Value

Package name

Version 8.1.0.50
Developer
Description Business Cloud Backup is a versatile backup application that

backs up databases, applications and virtual machines to local and
offsite destinations, e.g. local hard disk, on-premises backup

appliance, and backup server located in datacenter.

Back m Cancel

12. Access the "All Apps" section, where you'll find the installed client (it may
have a different name).

R 2 @O B = =

Control Panel File Station EZ-Internet DSM Help Package Resource Storage
Center Monitor Manager

® ¢

Security Advisor Support Center Business Cloud
Backup

13. It load the backup client.

Log Center




14. Launch the client and click “Login" using the details created on the portal.

The Best On-Premises & Cloud
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or Login




Login name

Password

B save password

Show advanced option

You can now continue to create a backup set.
73. Fixing SQL Backup Simple Mode Error

To resolve the Simple Mode error when backing up SQL databases and
transaction logs simultaneously, error may appear like this:

“[Microsoft][ODBC SQL Server Driver][SQL Server]The statement BACKUP
LOG is not allowed while the recovery model is SIMPLE. Use BACKUP
DATABASE or change the recovery model using ALTER DATABASE".

1. Delete the "Transaction Log" schedule from the backup set schedule. This
error occurs because the transaction logs cannot be backed up in SIMPLE
recovery mode.

2. Modify the existing or create a new backup schedule for the database.
Change the backup type to "full" and set it to run daily.



3. Save the changes to the schedule.

When the next scheduled backup runs, you should no longer encounter the Simple
Mode error.

70. "lllegal byte 1 of 1" Error in Backup Client

Follow the below steps to fix "Invalid byte 1 of 1-byte UTF-8 sequence" error:

x Invalid byte 1 of 1-byte UTF-8 sequence.

1. Navigate to the .acb (single user) or .obm (business user) folder on the C
drive. (C:\Users[User name backup runs from][.acb or .obm])

v 5 | RoseyW

Home Share View
* L] R CUt : x

W Copy path

Pin to Quick Copy Paste Move Copy Delete
Clipboard Organize
& v N > ThisPC » OS(C:) > Users > RoseyW >
N
Name
»# Quick access
.ach
I Desktop
.cache
< Downloads
.obm

“| Documents J 3D Objects
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Move the .acb or .obm folder to the desktop.
Log back into the backup client, which should now open without errors.
Restart the backup service for good measure.

You can delete the old .acb or .obm folder, as a new one has been created.

71. Restart the Mac Backup Service

To restart the MAC Backup Service:

1. Open Terminal (Applications > Utilities > Terminal).

2. Make sure you have root user privileges. Type su, press Enter, and enter
the root user password.

3. Navigate to the Backup Everything Program's bin directory. Use the
following commands:

Type Is to list directories and confirm your location.
Use cd .. to move up directories until you see "Applications".

Type cd Applications (Note: Terminal commands are case-
sensitive).

Enter cd "Backup Everything Online Backup Manager" if this is
your folder name (use quotes for spaces). If it's a different folder
name, use Is to list folders and find the correct one.

Enter cd bin to access the bin directory.

4. In the bin directory, run the following command:

sudo ./Scheduler.sh

If this command is correct, there won't be an error.

Your backups will now run at the scheduled time. Ensure the machine remains
powered on and doesn't enter sleep mode around the backup time.



72. To Backup External Drives on Mac
To back up external drives on a Mac, follow these steps:

Access your Mac.
Click the "Apple" icon in the upper-left corner.
Select "System Preferences".

Choose "Security & Privacy".
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Click "Full Disk Access" in the left column (You may need to enter your Mac
user password to unlock this setting).

o

Click the "+" symbol to add the "Safe Data Storage" application.
7. Click "Open".

8. A message will appear indicating that "Safe Data Storage" will not have full
disk access until it is quit.

9. Click "Quit Now".

73. Data Error (Cyclic Redundancy Check).rnrn

If you encounter the "Data error (cyclic redundancy check)" error in your report, it
may indicate a problem with the specified file or the hard drive. Check the event
viewer for more details on the error's cause and consult your IT department for
assistance.



